@CITRA

COMMUNICATION & INFORN ATL ECHNOLOGY REGU 1f—«T AUTHORITY

ICT Terms and Definitions

Cla glaall g claiy) At cildy pd g cilatlas

Information Technology Sector

ila shal) Ay s

20/04/2022

V15



Contents

b ghaal)

- 2PNt 3
PPNt 4
B Lttt ettt bttt h e te bt et e bt ea e et e eh e e a e ekt eh e et e eh e e aEeeh e eateeheeh e e beeheen e e bt eht et e ehe et e ebeehtenbesheenee 13
ettt ettt ettt h et teeh e e te bt et e bt ea e e teeh e et ekt eh e e beeheea e e bt eateEeehe e teebeeh e e beeheenteabeeat e teeheetentenntan 20
D PP PPPPTPPPTPPPPPPPRE 36
PP PPPTPPPPPPPRE 45
PP PPPTPPPPPPPRE 49
G ettt ettt ea e te bt e teteeh e e te bt et e bt ea e e teeh e et ekt ehteabeeheeAte bt eat e et eh e e teeheehe e beeheentebeent e teebeetentenneans 53
L TP PP P PP PP RPPPPPPO 55
PP PPPTPPPPPPPRE 57
QPP PPTTPPPTPPPPPPPRE 66
PP PPPPPTPPPPPPPRE 67
IV ettt ettt h e a e e teeh e e teeh e et e bt ea e e teehe e te ke eat e bt eateateeheeateeEeeht e teeheente bt eat e teehe e teeteeneebesaeenee 69
PP PPPPTRPPPRPPRE 77
0 ettt bbbttt h e at b eat e bt bt e at ekt eh e e a b e SRt e Rt e b e e at et e eh e et e ekt eh e e b e e bt e a b e bt ean e beebeetentesheen 80
P et bbbt et h e et h e a et e eh e e Rt e e Rt e R e ea bt e h e e A st b e e a b e Rt eh e e beeheea e e bt eae et e nh e et e nteebeebesheenes 82
O OO O TSP P OO PPPTUUPTUPRTRPONS 90
R ettt ettt ettt ettt et e te et e e teeh e e teeheea e e At ehe e te ke eat e bt ea e e teeheeateeEeeht e beeheen e e bt eat e teeaeenteeteeneeteeaeenee 91
S ettt ettt ettt e ettt e teeteehte ettt eateeteeht e teahe et eaheea e e et eh e e te bt eat e bt eheente bt eat e et eh e e teeteehteteeheente bt eatenteeneetenteentans 95
T ettt ettt h e bttt h e h et h et b et ekt eh e e a b ekt e R e e bt SR e et e b e eaE ekt eh e et e eheeh e et e e Rt et e bt eat et e ebeeabenbeebeen 105
U ettt ettt ettt ettt ettt h et h e e bt et bt e b eh e e a e Rt eh e e ateeh e e Rt e b e e aE ekt SR e e b eh e e R e e bt eae et e ehe et e nheeb e e benheentenbeeanen 112
LY Nt 114
ANt 117
REFEIEINCES ...ttt sttt ettt e bt e s bt e s at e st e e bt e bt e b e e s beesmeesateeaneenbeenaeesane e 121

ICT Terms and Definitions | 2 | <Ylaillycila glaall 4688 iy jai 5 Clallaias
e e - 3iial) it



2G

Second-generation  mobile
network or service. Generic
name for second generation
networks, for example GSM.
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3G

Third-generation mobile
network or service. Generic
name for third- generation
networks or services under the
IMT-2000 banner, for
example W-CDMA and
CDMAZ2000 Ix. 3GPP.
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4G

Stands for the fourth
generation of cellular
wireless standards. It is a
successor to 3G and 2G
families of standards. Speed
requirements for 4G service
set the peak download speed at
100 Mbps for high mobility
communication (such as from
trains and cars) and 1 Gbps for
low mobility communication
(such as pedestrians and
stationary users).
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5G

5G is a packet switched
wireless system with wide area
coverage and high throughput
and 5G wireless uses OFDM
(Orthogonal Frequency
Division Multiplexing) and
millimeter ~ wireless  that
enables frequency band of 2-8
GHz.
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3D Printer

This is a printer that can create
3D objects such as prototype
parts or any other object.
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Accelerated

A dial-up internet access service
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dial-up that utilizes integrated software | zal i anaiis Al il Juasy)

to provide dial-up that is quicker | o, _alell Juasy) e sl dllidl

than normal dial-up internet. ) (sl i S5 e gyl
Access Arrangements that are | uy il Lavad lagli) o4 b Al A ac Lol
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connect to end-users. ACCESS | i |1l culilyl) dslas 5 qand il 5%

Ancillary arrangements tend to | 5 .. A e AE (e s Cppadiiasally

have aggregation and  user (Bell Gateway) Js 5 ) il

authentication capabilities. | . L - )

Examples include Bell Gateway | =25 e @i e Juaily

Access Service (GAS) and sl Al

Cable Third Party Internet

Access (TPIA).
Access The prevention of unauthorized | 3l sall 43 = paall & aladiu¥) aie Jsaally aSasl)
Control use of a resource, including the A4 Hlay 3 ) ge pladinl wie elld 8 Loy

prevention of use of a resource | (o gleall 3835 a5 Lo T e i
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from the resources of a system AN A
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only to authorized persons, T < >

programs, processes or other

system resources on a network.
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Control List their access rights, which are | aal & Jsa sl Lgidal a s Al

authorized to have access to a ) sall

resource.
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detect and prevent unauthorized | -, 3091 o3, Y caulall NI

entry into a network or a L,@i e sl uA cling)) opSas Laba

computer system. It is a| ° e AN waw

guarantee that enables el gomad UMM sl

authorities to ensure that users B3edl Gl dya sl

who gain access are who they

say they are. It also means

selective access of data for the

appropriate user/employer level.
Access The set of rules that define the | aas3 3l (il il g ac) g8l (e de gana JsAall aSail) il
Control conditions under which an Jsa sl Sa Lo e Al Do g )
Policy access may take place.
Access Access rights are the rights that | s¢) 8 Gaaill sl axiival Je Caagiy O il (3 gia
Rights a user or application has to read, | i clgads of (LS of ¢ g sl (5 g

write, delete, or modify files on
a computer. This also includes
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the option to install or remove
applications or set up new
accounts. A network
administrator is tasked with
defining these rights for users or
groups of users. The most
powerful user with the most
privileges is the root user.
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Accessibility

Accessibility refers to the
accessibility of web pages to all
users. People with impaired
sight, hearing, manual dexterity
or cognitive function encounter
barriers when they attempt to
use the Internet.
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Access-
independent
VolP
services

Services that enable customers
to make and/or receive real time
voice calls over an Internet
access service, and/or from
parties that subscribe to a PSTN
service. An access independent
VoIP service is provided
independent of the underlying
Internet access service operating
and providing identical service
features and similar quality over
any Internet access service of
sufficient bandwidth.
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Accidental
Threats

Threats that exist with no
premeditated intent. Examples
of realized accidental threats
include system malfunctions,
operational blunders, and
software bugs.
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Account

The basket of products, services,
and all other revenue-generating
items billed to a single entity.
That single entity may be a
business, business unit, group,
organization, private individual
or other unit. Multiple layers of
accounts are sometimes
maintained, particularly in the
case of business units or
franchises billed separately but
whose relationship to a single
corporate entity is tracked.
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Accountabili
ty

The property that ensures that
the actions of an entity may be
traced uniquely to the entity.
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Accounting
rate

In international PSTN
communication, the system
administered by the ITU which
sets out the pricing principles to
be wused in interconnection
agreements between
international PSTN operators.
Per-minute accounting rates are
designed to enable revenue for
international calls to be shared
between the operator in the
country that originates traffic
and the operator in the country
that delivers the traffic; because
accounting rates theoretically
define the full cost of each
international call, a settlement
rate  of one-half of each
accounting rate is normally
assigned to be paid by the
originating service provider to
the terminating service provider.
At the end of each year, each
pair of service providers under
the accounting system settles its
international  interconnection
payments, and the service
provider with the negative
balance of trade pays the net
difference to the service
provider with the positive
balance of trade. With private
intercarrier arrangements and
FCC benchmark rates, the
accounting rate system is today
one of three major systems used
to  determine international
interconnection payments.
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Acceptable
Use  Policy
(AUP)

Acceptable Use Policy or AUP
is a set of standards that outline
how a specific community of
users, for instance, a school, or a
district, should conduct
themselves online. In short, it is
a localized set of guidelines for
proper online behavior.
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Advanced
Mobile Phone
System
(AMPS)

A communications protocol that
uses radio frequencies in the 800
M (megahertz) frequency band
to provide mobile telecom
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services, including
interoperability with the
wireline PSTN (public switched
telephone network). Introduced
in the early 1980s, AMPS was
among the earliest widely-
deployed cellular telephone
protocols; with TACS (Total
Access Communication
System) and NMT (Nordic
Mobile Telephone), AMPS was
among the primary first-
generation (1G) analog mobile
services. AMPS
implementations include E-
AMPS  (extended AMPS),
which uses an expanded
spectrum range, and N-AMPS
(narrowband AMPS), which
triples the original
implementation's voice
compression; D-AMPS (digital
AMPS), a second-generation
(2G) mobile protocol, was the
first widely-deployed digital
implementation of AMPS.
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Advanced
technology

A technology that is still
immature but promises to
deliver significant value, or that
has some technical maturity but
still has relatively few users;
also known as an "emerging
technology.” Current examples
include artificial intelligence,
biometrics, grid computing and
wearable computers.
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Advertised
throughput

For connectivity services such
as Internet  access, the
throughput speed (in bits, or
some multiple thereof)
associated with a particular
product offering. Advertised
throughput may be, but is not
necessarily, guaranteed
contractually to the purchasing
customer.

S Juany) claad] Al
cllall JEm de ju b oY)
L yi (Lelielaae sl oy 3as 5 Alia)
paa iy My L mie o (s
uﬁ} e Gladll (M;MY\) bl
8 Glas sk o 35 pally Gl
Y ol o)Al e Jaeall

lede olnall i)

American
Standard Code
for Information

Is a standard table of seven-bit
designations for digital
representation of uppercase and
lowercase Roman letters,
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Interchange
(ASCII)

numbers and special control
characters in teletype, computer,
and word processor systems.
Some IBM systems use similar
code called Extended Binary-
Coded Decimal Interchange
Code (EBCDIC). Since most
computer systems use a full byte
to send an ASCII character,
many hardware and software
companies have made their own
nonstandard and  mutually
incompatible extensions of the
official ASCII 128-character set
into a | 256-character set.
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Analogue

Transmission of voice and
images using electrical signals.
Analogue  mobile  cellular
systems include AMPS, NMT
and TACS.
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Analogue
network/Analo
gnetwork

A telecommunication network
in  which information is
conveyed as a continuously
varying electronic signal.
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Analytics

Analytics has emerged as a
catch-all term for a variety of
different business intelligence
(BI) - and application-related
initiatives. For some, it is the
process of analyzing
information from a particular
domain, such as website
analytics. For others, it is
applying the breadth of BI
capabilities to a specific content
area (for example, sales, service,
supply chain and so on). In
particular, Bl vendors use the
"analytics" moniker to
differentiate their products from
the competition. Increasingly,
"analytics" is used to describe
statistical and mathematical data
analysis that clusters, segments,
scores and predicts what
scenarios are most likely to
happen.
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Annualization

Translation or conversion of
data for part of a year, for more
than a year, or which fluctuates
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over the course of a year into an
annual or one-year equivalent
amount or rate.

.3..\;\}

Annualization
basis

The methodological basis on
which a set of data is annualized;
when data are available for
multiple points in a single year,
the annualization basis is the
number of points used in
annualizing the data. A common
annualization basis is the
thirteen-point average,
calculated as the mean of data
points at an equivalent day for
thirteen consecutive months,
such as the first day of January
to January.
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Anti-Virus
program

Programs capable of detecting,
removing, and  protecting
against various forms of
malicious code or malware,
including  viruses,  worms,
Trojan horses, spyware, and
adware.
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Applet

Is a small program that runs
within an application. Applets
are commonly used to make
otherwise static Web pages
more interactive.
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Application

All the programmable
elements—error-checking,
session

management, message flow,
software, user interface—which,
together, make use of network
connectivity as a platform upon
which to deliver usable services
such as voice telephony or the
Web to end users.
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Architecture

1) In reference to computers,
software or networks, the
overall design of a computing
system and the logical and
physical interrelationships
between its components. The
architecture  specifies  the
hardware, software, access
methods and protocols used
throughout the system.
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2) A framework and set of
guidelines to build new systems.
IT architecture is a series of
principles, guidelines or rules
used by an enterprise to direct
the process of acquiring,
building, modifying and

interfacing IT resources
throughout the enterprise. These
resources can include
equipment, software,

communications, development
methodologies, modeling tools
and organizational structures.
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Artificial
Intelligence
(Al)

Is technology that appears to
emulate human performance
typically by, learning, coming to
its own conclusions, appearing
to understand complex content,
engaging in natural dialogs with
people, enhancing  human
cognitive performance (also
known as cognitive computing)
or replacing people on execution
of nonroutine tasks.
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Assistive
technologies

Assistive technologies comprise
software and hardware that is
intended to assist disabled
people with their daily activities.
In the area of information
technology, some examples are
screen readers, screen
magnifying glasses, special keys
and speech input software.
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Asynchronous
Transfer Mode
(ATM)

A high bandwidth, low-delay,
connection-oriented, packet-like
switching and multiplexing
technique.
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Asynchronous
transmission

A process in which each
information  character, and
sometimes each; word or small
block, is individually
synchronized, usually by the use
of start and stop elements.
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Assigned
frequency

The center of the frequency band
assigned to a station.
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Attack

The activities undertaken to
bypass or exploit deficiencies in
a system'’s security mechanisms.
By a direct attack on a system,
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they exploit deficiencies in the
underlying algorithms,
principles, or properties of a
security mechanism. Indirect
attacks are performed when they
bypass the mechanism, or when
they make the system use the
mechanism incorrectly.

Uaibad sl galuall ol il ) 6a)
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Attribute An authority which assigns | @ik oo <l jle¥) fpai ) Aalul) G ddals
Authority privileges by issuing attribute | -p.das 3 g0 QLS Aol Cilalgd laa)
(AA) certificates. An en_t!ty trusted by ahss ey S g aaly oS Ja

one or more entities to create | - i ¥ | ilaad dedd cialed

and sign attribute certificates. fand) il Wl dand) oo

Note — a Certified Authority )

(CA) may also be an Attributed

Authority (AA).
Audio Is an enhanced key system | dalleal diuae A ) alad 5300 (& Sl )l Jalss cléaal ga
Messaging feature for voice call processing | adl o (Sai Gl 4sipeal) LKA 4 guall
Interchange that enables enterprise locations | -y, ig gall il S8 e e A e
Specification to transfer and forward voice | -, )| Zallad jlme a5 Akt
(AMTS) messages betwgen systems. It is laall i Aadai¥) day s Cilsla) 20a

a voice processing standard that LL..A\ e A @‘ L

specifies the procedures to AT G et e e Ut

network  voice  processing

systems, regardless of who

manufactures the system.
Augmented Augmented Reality is the real- | edll aadiu¥) ;4 el o)l Jomall &) 1)
Reality (AR)  time use of information in the | Clesu )5 (o sai IS5 8 Sl slaall

form of text, graphics, audio and | | el e Wy Cigeas

other virtual enhancements Alall L eldl e daatall dual Y]

integrated ~ with  real-world | v . 1. ,,@ T

\ ] . " @gs;l\ ?ﬂ"d‘ paic e g L"A.gs;l\

objects. It is this "real world 301 e 53l 2810 3 Le ga 18

element that differentiates AR | &> 9 2 s o .’A,.

from virtual reality. el Y
Authenticat- The process of corroborating an O e Adaadle 4 gl Akl dlee PERIA
ion identity. A Authentication can | alslic of slai¥) dalaf dsladl) ) &5

be unilateral or mutual. Ulaa 5 sy aa) s caila (e d8aliadl)

Unilateral authentication | saadl ja, Jais asly i lal 4y sl

provides assurance of the SR IS g e ALl

identity of only one principal. o en h N

Mutual authentication provides ULSBC?" diw‘ M’GJ‘ UL,’M' 2 ’!f

assurance of the identities of o Pl Lt A5 ?SL’

both principals. The provision of S

assurance of the claimed identity

of an entity.
Authentication A mechanism, analogous to the | ASuill eSee 4308 (pa (oY) (3aaill 441 G sil) daad
service use of passwords on time- | _al il e (pSally a0l sall Ao o

sharing systems, for the secure
authentication of the identity of
network clients by servers and
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vice versa, without presuming
the operating system integrity of
either.

Authorization

Is defined as a process ensuring
that correctly authenticated
users can access only those
resources for which the owner
has given them approval.

Ol el dlee Ll oyl e s
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Automated
backup

Delivers the most basic form of
storage availability —
recoverable data. Backup design
must address multiple elements
(e.g., hardware, network, file
system and application) across
heterogeneous platforms and
geographically dispersed sites.
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Autonomous
System
Number
(ASN)

Is a number assigned to a local
network, registered into the
carrier's routing community and
placed under the umbrella of an
administrative domain called an
autonomous system.

g smsall 35 3all i) asm gl adina
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i

Autonomous
System (AS)

In BGP routing, an Autonomous
System is a collection of Intent
Protocol routers, identified by
their IP prefixes, whose single
and clearly-defined routing
policy is coordinated by an
administrative entity formed by
one or more network operators.
Each AS is identified by a
globally unique, two-byte AS
Number (ASN) assigned and
managed by a regional
numbering registry such as the
American Registry for Internet
Numbers (ARIN), the Asia-
Pacific Network Information
Center (APNIC), or Roseaux IP
Europeans Network Co-
ordination Centre (RIPE NCC).
To qualify for an AS
assignment, an Internet network
must normally have at least two
separate connections to the
Internet. AS Numbers began at 1
and ran to over 14001 at this
writing.

Wl JsSsisn pe ansill Gl A
wl e Jiiaall alaill G el 3 gasl
wa sl beal (e Ao sene Ge Ble
st o (Gl i) JS s
oYl JsSsisp b Al s
A sl Al Gt 1 Lgy Aalal)
1) S sl 53 £ gum 5y 2320 5 g
e e Sl aaly alSln b g
Jiiae ol JS it oy ASA)
Allad) (s sia (e 4o 8 e 8 IS
F(ASN) <l A p8 ) Akl 5
(o) o 5 Jass Ao 5345 1) g dinaa
i Y1 LY Saed) el Jie
Ll 4808 Claslea S5 5l (ARIN)
S« sl (APNIC) algdl Ll
50sd) Omasy o) Ad e
oLdl Jald) Jal o5 (RIPE NCC)
Adl g o Gaay Jiiee s sy
Juail ikt J8Y) e Bale < yuy)
A aae aly 38, i iYL (ulaiie
14001 < slads Jy caliinall dalasy)

ALf gl oda st s

ICT Terms and Definitions | 12 | <Ylai¥ls il slaall 4085 Cldy jai 5 Clallaias

sle i ca ) Cagia




Autonomous
Vehicle
Technology

An autonomous vehicle is a
vehicle that uses a combination
of technology including sensors,
cameras, radar and artificial
intelligence to travel between
places without the aid of a
human  operator. To be
considered truly autonomous, a
vehicle must be able to navigate
without human intervention to a
preset destination over roads
that are not specifically adapted
for its use. Autonomous cars use
several technologies that are
already present in modern
vehicles including adaptive
cruise control, active steering,
anti-lock braking systems, GPS
navigation technology, lasers
and radar.
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Availability

is the assurance that an
infrastructure  has  suitable
recoverability and protection
from system failures, natural
disasters or malicious

Lol Agadl) Al of e 2SU s
O Adea Alie pla yiul Al
o Agmlall S ) Uil clalas)

Adl)

-

Sl gl

Average
revenue ' per
minute/
message
(ARPM)

This is a measure of the average
revenues a service provider
earns on a per minute or
message  basis. ARPM s
commonly used by wireless and,
long-distance service providers.
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Average
revenue  per
user (ARPU)

Is a measure of revenues on a per
user or subscriber basis. The
ARPU values presented in the
telecommunications monitoring
report are based on average
annual monthly data.
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Backbone

The core network segments
which connect two or more
network nodes together for the
purpose of transiting network
traffic between edge nodes. See
also Internet backbone, long-
haul  backbone, short-haul
backbone, voice backbone.
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Backup server

A software or hardware system
that copies or "shadows" the
contents of a server, providing
redundancy.
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Bandwidth

The maximum data-carrying
capability of a point-to-point
telecommunications connection
because of the range of
frequencies available to be
occupied by signals, usually
expressed in terms of Hertz (Hz)
in analogy systems and as a
number of bits per second in
digital systems. At the capacity
layer, bandwidth is measured
with regard to theoretical
maximum throughput based on
existing technology; at the
connectivity layer, bandwidth is
measured with regard to the
network segment's maximum
throughput based on the
provisioned, installed
equipment in service.
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Base station

A transmission and reception

station in a fixed location,
consisting of one or more
receive/transmit antenna,

microwave dish, and electronic
circuitry, used to handle cellular
traffic. It serves as a bridge
between all mobile users in a
cell and connects mobile calls to
the mobile switching center.
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Basic  Input

Output System
(BIOS)

The part of an operating system
that links the specific hardware
devices to the software. It
obtains the buffers required to
send information from a
program to the
hardware/desktop receiving the
information

Lﬁm M\ eUé.'\ L) ;«J';J\ I B
Jerys lma by 32350 5 al Loy
Lsall Al S plagiul e
adlig e il glaall JlaY A0
a Cun Sl <dand 5l 331 )

e glaall 3

2 AV Jayl (s
Y

Bare-metal
hypervisor

A bare-metal hypervisor is
software built for managing
virtual machines that installs
directly onto the computing
hardware. It also functions as a
basic operating system. The bare
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metal hypervisor separates the
operating system from the
underlying hardware so that the
software no longer relies on
specific hardware devices. It
also allows multiple operating
systems and virtual machines to
reside on the same physical
server. Bare metal hypervisors
are extremely secure since they
are isolated from attack-prone
operating systems. They are
typically deployed in most data
centers.
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Big data

Big data is the term given to a
high volume of data arriving at
high speed in a variety of forms
or data points into a modern
business every day. Big data
consists of either structured,
semi  structured data or
unstructured data, most big data
falls into the latter category. For
businesses, how they study and
analyze this constant stream of
data is the key to delivering
enhanced insight, decision
making, and process
automation.
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Billed minute

One minute of network traffic
for which the customer is billed,
usually the customer having
generated or demanded that
traffic. In voice calls, billed
minutes correspond to
conversation minutes, since they
exclude call set-up time and call
signaling
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Billing address

The most precise civic address
at which a given
telecommunication facility or
service is billed, independently
of the site at which the facility
terminates or the service is
delivered.
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Binary code

Is the representation of
guantities expressed in the base-
2 number system
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Bioinformatics

Solutions and service providers
support research, development,
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the application of computational
tools, and approaches for
expanding the use of biological,
medical, behavioral and health
data. These systems can acquire,
store, organize, archive, analyze
and visualize data, and are
integral to R&D  drug
development and  therapy
programs.
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Biometric
authentication

Methods that use biometric
characteristics or traits to verify
users' claimed identities when
users access endpoint devices,
networks, networked
applications or Web
applications. Across a wide
range of use cases, any
biometric authentication method
may be used in one-to-one
comparison mode (when the
user enters a user 1D), or one-to-
many search mode (when the
user simply presents his or her
biometric characteristic, with no
explicit claim of identity, and
the system determines his or her
user ID from a range of
candidates).
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Bit

A bit is the primary unit of
electronic, digital data. Written
in base, binary language as a "1"
ora"0".
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Bit/s

Bits per second. Measurement
of the transmission speed of
units of data (bits) over a
network. Also, Kbit/s: kilobits
(1'000) per second; Mbit/s:
megabits ~ (1'000'000)  per
second, and Gbhit/s: Gigabits
1'000'000'000) per second.
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Blade server

Small form factor servers,
housed in a chassis, that provide
tightly  integrated power,
cooling, input/output  (1/0)
connectivity and management
capabilities that enable the easy
addition of new components and
replacement of failed or
outdated technology.
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Blockchain

A type of distributed ledger in
which value exchange
transactions (in bitcoin or other
token) are sequentially grouped
into blocks. Each block is
chained to the previous block
and immutably recorded across
a peer-to-peer network, using
cryptographic trust and
assurance mechanisms.

Depending on the
implementation,  transactions
can include programmable
behavior. One of the most well-
known use cases for this
technology is the
cryptocurrency Bitcoin.

KISV EER IS O S PR
G dululy COldadll pend 4
IS5 Lol 5 Juduil) a1 4810
e\mg‘)#ﬂ-ﬁ.t.ﬂ\{\sgﬁ)'w
sl cllee L cpalill 5 488 L
Oaati O (S 2l 43, 5k e ol
Gaal daall JB Gl cOldadl)
L) B g _).\S\ Al sigd &_MAJM\

Jil Al
(G5

Block

A block is a record in a
Blockchain, holding
information about one or more
digital transactions, as well as a
verifiable transaction a network
to be written in the ledger or full
blockchain being created. This
information includes the
transaction itself and when it
was made. Each block is a
record of all  previous
transactions, with new
transactions being made in the
next block.
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Bluetooth

Is a low-power wireless
networking technology
operating in the 24 GHz
unlicensed Industrial, Scientific
and Medical (ISM) band. There
are two classes of Bluetooth
device — Class 1 devices have
higher output power and a range
of about 100 meters, and Class 2
devices have lower power and a
range of about 10 meters.
Bluetooth enables ad hoc
networking of up to eight
devices (supporting voice and
data).
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Border
Gateway
Protocol
(BGP)routing

BGP's BGP4 implementation is
the  standard inter-domain
routing protocol used for
passing traffic between

A 50 S 585 0 Aol 5 4pa 53l 280 o
Ly Wl Jiadl (e 2 5k
Gp o osoall ASoa el aaddudy
L ey e Y] e Al daksly)

sl 2 402 il
4l A 50 S 5

ICT Terms and Definitions

| 17 |

ayuanyl 9 Gl M\ "\_\_\34 Q’@)}."\/c Glallhing

sle i ca ) Cagia




autonomous systems (ASES on
the Internet. An Internet
network operator's ability to
route traffic to and from other
Internet ASES therefore
requires the ability to use BGP
routing. BGP is often sold
bundled with Internet access as
Internet transport, especially as
a wholesale product.
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Bring  your
own  device
(BYOD):

An alternative strategy allowing
employees, business partners
and other users to utilize a
personally selected and
purchased client device to
execute enterprise applications
and access data. Typically, it
spans smartphones and tablets,
but the strategy may also be used
for PCs.
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Broadband

Generally, a data access link,
especially an Internet access
link, usually defined in terms of
the  minimum amount of
bandwidth to which the end user
has access, and  whose
characteristics facilitate the use
of advanced
telecommunications
applications and services. Fixed
broadband is implemented
through technologies such as
digital subscriber line (DSL),
cable modem, fiber to the home
(FTTH), metro Ethernet,
wireless local area networks
(WLAN) etc..
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Broadcast

1) Delivery of a transmission to
two or more stations at the same
time, such as over a bus-type
local network or by satellite.

2) Protocol mechanism whereby
group and universal addressing
is supported.
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Broadcast
Distribution
Undertaking
(BDU)
revenues

Revenues generated from BDU
operations excluding Internet
and telecommunication
services. BDU revenues include
revenues from basic
programming service packages,
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discretionary programming
service packages (programming
services not on the basic service)
and exempt and  non-
programming services.
Application  that  retrieves
WWW documents specified by
URLs from an HTTP server on
the internet. Displays the
retrieved documents according
to the Hypertext Markup
Language (HTML).
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Browser

Application  that  retrieves
WWW documents specified by
URLs from an HTTP server on
the internet. Displays the
retrieved documents according
to the Hypertext Markup
Language (HTML).
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Bundles

an arrangement under which a
subscriber is provided two or
more service elements, under a
rate structure which provides a
financial or other benefit that is
contingent on the  use,
consumption of or subscription
to any or all service elements in
the bundle and that would not
otherwise be available.
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Business
Intelligence

(B1)

Is an umbrella term that includes
the applications, infrastructure
and tools, and best practices that
enable access to and analysis of
information to improve and
optimize decisions and
performance.
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Business
Process
Outsourcing
(PBO)

The delegation of one or more
IT-intensive business processes
to an external provider that, in
turn, owns, administers and
manages the selected processes
based on  defined and
measurable performance
metrics.
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Byte

1) A set of bits that represent a
single character. A byte is
composed of 8 bits.

2) A bit string that is operated
upon as a unit and the size of
which is independent of
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redundancy
techniques.

or

framing

Cable Data

A system for transferring data
over a Coax or Hybrid Fiber
Coax cable television
distribution system.

GOS8 e e ULl JE Al s
S Gn @ie sl IS padiay G i
A sl ity

bl Qi<

Cable
modem

A technology that allows high
speed interactive  services,
including internet access, to be
delivered over a cable TV
network.
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Cache

Defined as a temporary storage
area for instructions and data
near a computer's central
processing unit (CPU), usually
implemented in high speed
memory. It replicates
information from main memory
or storage in a way that
facilitates quicker access, using
fewer resources than the original
source.
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Caller ID

A telephone service that records
the telephone numbers of
incoming calls; it is a form of
automatic number identification
(ANI). Caller ID systems can be
integrated  with  customer
databases to streamline call
management processes.
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Carrier
Network
Infrastructure
(CNI)

Can be defined as a combination
of the following basic functions:
Voice switching, control and
applications, optical transport,
service provider routers and
switches, mobile core, mobile
radio, fixed access.
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Cell

Defined as the area covered by
one fixed BTS in a cellular radio
network. It may vary in size
from less than a 0.5-km radius to
more than a 120-km radius,
depending on  technology,
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capacity, atmospheric
conditions and power.
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Cellular
radio

Describes a  method of
increasing the number of
simultaneous radio
conversations that can be
supported by a fixed number of
radio frequency (RF) channels
by limiting the range of
transmitters to a single cell, to
which a proportion of the
available channels is allocated.
Adjacent cells are allocated to a
different set of RF channels to
avoid interference and
conversation blocking.
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Cellular to
Wi-Fi
authenticatio
n

The ability for dual-mode
smartphones to move freely
between cellular and Wi-Fi
connectivity for voice and data
applications. As part of the
802.11u standard, this
multivendor and  multiple
physical layer authentication
allows cellular connections to be
transferred to Wi-Fi, as well as
among multiple Wi-Fi vendors
from one installation to another,
whether it is a hot spot or,
ultimately, within an enterprise.
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Central
Processing
Unit (CPU)

The component of a computer
system that controls the
interpretation and execution of
instructions. The term
"processor" is often used to refer
to a CPU.
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Certificate

A set of security-relevant data
issued by a security authority or
trusted third party, together with
security information which is
used to provide the integrity and
data  origin  authentication
services for the data (security
certificate — ITU-T X.810). The
term refers to “public key"
certificates which are values that
represent an owner's public key
(and other optional information)
as verified and signed by a
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trusted  authority in  an
unforgeable format.

Change
management

The automated support for
development,  rollout and
maintenance of system
components.
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Channel

One of a number of discrete
frequency ranges utilized by a
base station to transmit and
receive information from
cellular terminals (such as
mobile handsets).
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Channel
integration

Refers to strategies aimed at
consolidating — either
physically or logically —
customer information and its use
to provide an all-encompassing
view of the customer.
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Circuit

A continuous electrical
connection between any two
points.
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Circuit board

Flat card with connections for
electronic components; part of
an electronic system.
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Client

System or a program that
requests the activity of one or
more other
systems or programs, called
servers, to accomplish specific
tasks.
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Client Server

The splitting of an application
into tasks performed on separate
computers connected over a
network. In most cases, the
"client" is desktop computing
device (e.g., a PC) or a program
"served" by another networked
computing device (i.e., the
"server")
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Client
hypervisor

A client hypervisor is software
that creates and administers
virtual machines that has been
installed within the operating
system of a host machine. A
client hypervisor creates a
virtualization layer above the
operating system layer and runs
as an application that can
support multiple virtual
operating  systems.  Client
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hypervisors can also be used to
isolate and run different versions
of operating systems on the
same machine. The
disadvantage of hosted
hypervisors is that they have
higher latency than bare metal
hypervisors, since  requests
between the hardware and the
hypervisor must pass through
the slower operating system
layer.
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Clock/
Clocking

Repetitive, regularly  timed
signals used to control
synchronous processes

PIAT ) e g alaiiae Cud g3 Led ) LS
el clilaal) 3 oSl

. gill/Ae L)

Cloud

The cloud collectively refers to
servers that are accessed over
the Internet and the software and
databases that run on those
servers. A cloud can be a wide
area network like the internet, or
it can be a private network of
any size. The cloud allows users
in any geographic location to
access  their  files and
applications from almost any
form of device; the back-end
processing and storage to make
this happen takes place on
servers in the cloud, instead of
locally on the user device.
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Cloud
Access
Security
Brokers
(CASBs)

On-premises, or cloud-based
security policy enforcement
points, placed between cloud
service consumers and cloud
service providers to combine
and interject enterprise security
policies as the cloud-based
resources are accessed. CASBs
consolidate multiple types of
security policy enforcement.
Example  security  policies
include authentication, single

sign-on, authorization,
credential  mapping, device
profiling, encryption,

tokenization, logging, alerting,
malware
detection/prevention and so on.
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Cloud
application
development
services

Tool offerings delivered as a
service and used to create
custom software applications
deployed on an application
platform as a service PaaS), a
cloud-enabled application
platform (CEAP) or
infrastructure as a service
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Cloud-based
video
conferencing

Cloud-based Video
Conferencing refers to cloud-
based software solutions that
allow high-definition  video
conferences to be conducted
instantly, with anyone who has
Internet access. It may also
involve sharing documents,
whiteboards, presentation
materials and other group
presentation visual aids.
Examples of cloud-based video
conferencing services include
Zoom, Skype, BlueJeans etc.
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Cloud
computing

A style of computing in which
scalable and elastic 1T-enabled
capabilities are delivered as a
service using Internet
technologies
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Cloud
managemen
t platform

A cloud management platform is
a suite of software tools that a
company uses to oversee and
control its cloud computing
resources. While an
organization may use a cloud
management platform
exclusively for a private or
public cloud deployment, in
general these systems are used
to control hybrid and multi-
cloud models, centralizing
management of various cloud-
based infrastructures. Providers
may supply a cloud management
platform as either an on-premise
application, or as a software as a
service.
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Cloud
Middleware

Cloud middleware is a software
platform that sits between two
applications or devices. It makes
connections between any two
clients, servers, databases, or
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applications possible. Unlike
regular  middleware, cloud
middleware can be accessed by
users for management purposes.
Middleware  programs  are
general purpose messengers,
helping different applications
send and receive messages to
each other. With the help of
cloud middleware, different
applications at different physical
locations in the cloud can work
together to complete a task.
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Cloud
elasticity

Cloud elasticity is the ability of
a cloud service to provide an on-
demand offering, switching
resources as demand goes up or
down. It allows clients to
discontinue or add services in
real time. Elastic computing
matches the number of resources
allocated to the amount of
resources  actually  needed
without ~ requiring  human
intervention or management.
With  cloud elasticity, a
company avoids paying for
unused capacity or idle
resources; they also do not have
purchase or maintain additional
equipment.
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Cloud
engineering

the process of designing the
systems necessary to leverage
the power and economics of
cloud resources to solve
business problems
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Cloud
Computing
Contract

It is a commercial agreement
between subscribers of cloud
computing services and a cloud
computing service provider to
provide those services to them.
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Cloud
Communica-
ions Service
Provider

An entity that leverages the
cloud environment to provide
telecommunication and other
services.
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Cloud
Computing
Subscriber

An individual, government
entity, or private company who
uses cloud computing services
by purchasing those services
from a cloud computing service
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provider under a cloud
computing contract.
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computing service provider to
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Cloud Refers to the process of | (s de gane JUiy mad lee ) judn Al A gl Jlany)
Migration consolidating and transferring a | Jaall ebel Jai off oS . Juall el

collection of  workloads.
Workloads can include emails,
files, calendars, document types,
related metadata, instant
messages, applications, user
permissions, compound
structure and linked
components. Migration of such
workloads from at least one
permanent on-premises platform
or cloud office to a new cloud
office environment, across a
variety of similar product
classes, is typical. During the
migration process, enterprises
will choose to cleanse their
existing platforms by archiving
old and outdated data. Migration
tools are able to conduct an
analysis of the respective
workloads, identify if the data is
deemed suitable for migration
while maintaining its integrity,
migrate the data between the
source and target, and ensure
governance in the subsequent
platform.
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Cloud file Refers to a range of cloud

sharing

services that allows people to
store and synchronize
documents, photos, videos and
other files in the cloud—and
share them with other people.
These services also allow users
to share and synchronize data
among multiple devices for a
single owner
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Cloud
scalability

Cloud scalability is the ability of
a cloud computing system to
increase or decrease IT
resources as needed to meet
changing  demand.  Cloud
computing allows data storage
capacity, processing power and
networking to scale upwards
using existing cloud computing
infrastructure, with little to no
downtime. A scalable solution
enables stable, longer-term
growth in a pre-planned manner,
unlike a cloud elastic solution
which addresses immediate
shifts in demand. Cloud
scalability is used when a
business has predicable
workloads; elasticity is applied
for  variable, unpredictable
workloads.
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Cloud
Printing
Services
(CPS)

Are hosted cloud computing
offerings that enable users to
print documents and other
materials on any device
associated with the cloud
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Cloud
Services
brokerage
(CsSB)

An IT role and business model
in which a company or other
entity adds value to one or more
(public or private) cloud
services on behalf of one or
more consumers of that service
via three primary roles including
aggregation, integration and
customization brokerage.
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Cloud
service-
level
agreement
(SLA)

A cloud service-level agreement
(SLA) is a legal agreement
between a cloud service
provider and a business
customer that ensures a
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minimum level of service. The
SLA guarantees an agreed-upon
levels of reliability, availability
and responsiveness to systems
and applications and also
specifies procedures for what
happens during a service
interruption. The SLA document
defines a number of metrics and
responsibilities for the provider,
including the specific amount of
response time allowed for
reporting or addressing system
failures. A cloud service
provider may also pay a penalty
for not meeting the terms of the
SLA.

Do lede e Clgiee AV
A Adaindly il A8 el
W Glelja) Wadl daady culinkall
Ay st deadl) g Uadil Sl Caasy
culaall e 1Rae daadl) (o gioa d8ladl
Dl @l 8 Ly ¢ pall Sl 5 5usall
4 el BaiaY) gl sl
3 Lgiallaa o alaill Jac e g3
Ll je Wyl dglad) daal) 8 ga aday
sia AEEI lagyd sligul el

Al

Cloud
Storage

Cloud storage is a means of
storing data securely online for
businesses and  consumers
which can be accessed at any
time from any location or shared
with selected users. Cloud
storage can also act as a backup
location for recovery in case of
an unforeseen event. Cloud
storage providers such as
Dropbox allow users to upload
any size and type of file.
Typically, cloud storage
providers offer a limited amount
storage for free, with higher
capacities available for a cost.
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Cloud
Storage
Gateway

A cloud storage gateway is a
hardware or software device that
acts as a link between local
applications and the remote
cloud-based storage. The cloud
storage  gateway  converts
network  file  input/output
commands to Internet HTTP
protocols, so that data is
transferred to and from the cloud
storage datacenter, rather than
local storage devices. Though
cloud storage gateways may be
stand-alone hardware devices,
generally they are implemented
as software gateways. It
performs a number of services
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including data transfer, data
compression to reduce the
volume of data and transfer it
faster, and encryption, to secure
the data.

Cloud
Storage
Provider

A cloud storage provider offers
businesses and individuals the
ability to place and retain data in
an off-site storage system.
Customers can lease a specific
cloud storage capacity per
month or as their demand
fluctuates. Rather than store data
locally on storage devices such
as hard drives, customers can
select a cloud storage provider
to host their data remotely,
which they can then access via
an internet connection. As a
result, both individual and
corporate customers can get
unlimited storage capacity on a
provider's servers.
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Cloud
operating
system (QS)

A cloud operating system (OS)
is a specific type of OS built to
work within cloud computing
and virtualization environments.
This form for OS is responsible
for managing virtual machines,
virtual servers, and virtual
infrastructure, as well as back-
end resources. Depending on the
virtual environment and active
cloud services, the functionality
of a cloud OS can greatly vary.
For example, a computing-
intensive cloud OS will manage
the processes of a single or
cluster of virtual machines and
servers. On the other hand, a
“light” cloud OS provides end
users with installed applications
and services delivered through a
web browser.
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Cloud
Portability

Cloud portability is the capacity
to move data and applications
from one cloud computing
provider to another with
minimal disruption. In addition
to migration, cloud portability
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also allows migration between a
public cloud and a private cloud.
A cloud service customer may
choose cloud portability for a
variety of reasons: for example,
if their existing cloud services
provider has breached their
service level agreement, or
increased prices beyond a
reasonable level. A customer
may also choose to move cloud
resources to a cloud service
provider closer to their
customers.
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Code
Division
Multiple
Access
(CDMA)

Code Division Multiple Access
or CDMA refers to an access
method for different radio
communication  technologies.
Using CDMA, several
transmitters can send
information over a single
communication channel at the
same time. It differentiates
between the individual
transmissions by assigning them
unique identity codes before the
transmission begins. CDMA has
different versions like W-
CDMA, B-CDMA and TD-
SCDMA.
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Common
Information
Model
(Cim)

A modeling schema that
describes managed  system,
hardware, and software objects.
CIM is a component of the Web-
Based Enterprise Management
(WBEM) initiative, an emerging
Web-oriented system
management standard controlled
by the Distributed Management
Task Force (DMTF).
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Colocation

Colocation refers to the practice
of locating customer equipment
in a third-party datacenter or
cloud computing provider. In
colocation, a cloud computing
providers furnish the floor
space, electrical supply and
high-speed internet links for a
customer's Web servers. It
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eliminates having to build a
secure facility that provides
power and air conditioning for
the customer’s servers.
Although equipment monitoring
is generally performed remotely
by the customer, a colocation
datacenter may offer help in the
form of maintenance and
troubleshooting.
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Common
Gateway
Interface

(CGI)

A data-passing specification
used when a Web server must
send or receive data from an
application such as a database.
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Communicat
ions as a
Service
(CaasS)

This is communications
functionality that may include
telephony, messaging,
conferencing, presence and
notification, based on assets
owned, managed and collocated
by third parties.
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Community
cloud

A shared cloud computing
service environment that is
targeted to a limited set of
organizations or employees
(such as banks or heads of
trading firms). The organizing
principle for the community will
vary, but the members of the
community generally share
similar ~ security,  privacy,
performance and compliance
requirements.
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Compliance
statement

TSPs are required to provide a
compliance statement attesting
to the accuracy of the financial
information being provided
including the Annual Revenue
Report.
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Computer
Emergency
Response
Team
(CERT)

A group of experts who to study
internet security vulnerabilities,
and to provide assistance to
online sites that become victims
of cracker or hacker attacks.
Commonly, it offers a 24-hour
emergency response Service,
shares information for
improving cyber security, and
coordinates responses to cyber-
security threats.
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Confidentiali The confidentiality —service | adSll s dlaall 45 ,ul) 4008 365 4yl daad

ty Service provides  protection against | 4 # yadll juall Aslid GGl e
unauthorized  disclosure  of | 4, 1) cleadll (pe AW &\)3‘\]\
exchanged data. The following | 11, aaasy) Jladl 4 s B jadia
kinds of confidentiality services Ll B8 Ay s
are distinguished: selective field T ) )
confidentiality; connection
confidentiality; data  flow
confidentiality.

Connection A unique, active service access | ASuill ) laill ddad g3 58 dead ddads Juaiy)
point to a network. Thisincludes | ) jlea (pe 4<0ill ) Sl @lld Jady
machine-to-machine  network | . A Al ) Ayl AT Slea
access as well as human access. u&u e Ul Canlgl) Sy glat Lad
In mobile networks, this may_be Toon Adlhy ) i e liely i o
taken to refer to an active S aaly @ i i ol o
subscriber  identity module | & T2 TN SRS A S
(SIM). A single subscriber may | 7 M"“’L"A‘*”% “":ﬂ“‘”‘ °"°d"“
operate several different cellular | 9 2>)s e g 82anie c¥lail Ly
connections and  multiple 2als JE Jles
connections may be associated
with one customer or one mobile
device.

Connectivity ~ The specific protocols, services, | clexay 3L dakl g sl Juan 5l
and signaling systems which | 4S sl maud 3a3ae Y Sgigpsg
allow analogue and digital ol sl jae JWEEYL Ay el o dgad )
traffic to move across physical | 11, gl cand Ayl Al
capacity in such a way as 10 | .{, | Jf 44 goal) duiilel) CiyLasy)
?;:cer applications such as voice b Al B g e i) g

phony or the Web to take | : I LT T
L. . QJM\U\)E\J:\A}JQ_}\AHLJGJW
place. Connectivity is the i R S s
second of the three-slice vertical | 20 e (5 padiudl “w‘f‘;"’)“’
capacity connectivity- | “&h) ae Gy SYLIY) A s
applications model used in the | 4&klls (bl Ll d3da) 400
CRTC's telecom monitoring | =a_<ll zisall & (ASuAll) 23E)
process and corresponds t0 | o) LS As gidall AakaiBl il Juea sill
layers two (data link) and three | i 404 e 3oke Jua gl
(network) in the OSI reference | i1<ui \a SO I PG O
model. Connectivity is the Cedaiaall YLy
capability to provide, to end-
users, connections to the internet
or other communication
networks.
Constant Bit An asynchronous transfer mode | (el yiall e Jaill 48y yla ciladd (he 458 Cull) i) Jaza
Rate (CBR) (ATM)  service  category, | ol yidl ye Jail) 45 jla gatia Waaasy

defined by the ATM Forum, that
guarantees a constant bandwidth
with low delay, jitter and cell
loss. Circuit emulation is a
typical application.

Jamay S (ay je Ui ezl il
"ASA_\A.... a_ﬂs'j}iz\:\l;g;iu\mé})nt
5ial) 38 Al Leiindad pa

ICT Terms and Definitions | 32 |

ayuanyl 9 Gl )JMM 6\_\_*34 Q’»_i’ﬁ)z_"\/a Glallhing

sle i ca ) Cagia




Content
providers

Companies that create and offer
content, such as graphic
products, ringtones, games,
news, information and
entertainment services.
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Convergence

A term used to describe a variety
of technological and market
trends involving the blurring of
previously distinct lines
between market segments such
as cable television, telephony
and Internet access, all of which
can now be provided through a
variety of different network
platforms.
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Cookie

Permanent code placed in a file
on a computer's hard disk by a
website that the computer user
has visited. The code uniquely
identifies, or "registers,” that
user and can be accessed for
number of marketing and site-
tracking purposes.

e cile oo Al Ge)
dB s Oleal lall (a8l
I
iy Jaxiasall el @ gl g i Y
Oaee JS5 alas  aaaidd) s
Ay gud Gl el saal agl) i) (e

el i XS

15 )Y iy i e

Country
code

Codes corresponding to the
world numbering plan start with
a single - digit that identifies a
geographical area. This can be
followed by one or two extra
digits.
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Coverage

Refers to the range of a mobile
cellular network, measured in
terms of geographic coverage
(the percentage of the territorial
area covered by mobile cellular)
or population coverage (the
percentage of the population
within range of a mobile cellular
network)
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Credentials

Data that is transferred to
establish the claimed identity of
an entity.
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Criminals of
Information
Technology

They are people with bad
intentions these criminals take
several forms of cyberattacks
like the APT (Advanced
Persistent Threat) attack, DDoS
(Distributed Denial-of-Service)
attack, destruction or theft of
sensitive data, intrusion of
networks, breach of software
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security,  electronic  eaves-
dropping  (which includes
sabotage and stealing telephone
calls, and the cost often paid by
the victims, whether individuals
or institutions).
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Critical
Information
Infrastructure
(e1]))

The systems, services, networks
and infrastructures that form a
vital part of a nation's economy
and society, providing essential
goods and services. Their
disruption or destruction would
have a serious impact on vital
societal functions.
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Cryptography

The discipline which embodies
principles, means, and methods
for the transformation of data in
order to hide its information
content, prevent its undetected
modification and/or prevent its
unauthorized use.
(Cryptography determines the
methods used in encipherment
and decipherment). An attack on
a  cryptographic  principle,
means, or method is
cryptanalysis.
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Cyhber

Incident
Response
Team

(CIRT)

Also known as a "computer
incident response team," this
group is responsible  for
responding to security breaches,
viruses and other potentially
catastrophic incidents in
enterprises that face significant
security risks. In addition to
technical specialists capable of
dealing with specific threats, it
should include experts who can
guide enterprise executives on
appropriate  communication in
the wake of such incidents.
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Cyhber library

An electronic version of a
physical  library that is
implemented on behalf of
workers for information self-
service.
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Cyber
Security

The collection of tools, policies,
security  concepts,  security
safeguards, guidelines, risk
management approaches,
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actions, training, best practices,
assurance and technologies that
can be used to protect the cyber
environment and organization
and user’s assets. Organization
and user’s assets include
connected computing devices,
personnel, infrastructure,
applications, services,
telecommunications  systems,
and the totality of transmitted
and/or stored information in the
cyber environment.
Cybersecurity strives to ensure
the attainment and maintenance
of the security properties of the
organization and user’s assets
against relevant security risks in
the cyber environment. The
general  security  objectives
comprise Availability, Integrity,
which may include authenticity

and nonrepudiation. and
confidentiality.
In addition to adding a

framework that determines the
roles and responsibilities of all
parties involved in  the
implementation of the national
cyber security strategy and
provides a clear mechanism for
communication and
coordination among all parties
and during the cycle of the
strategy that reflects the national
strategy, activities and
implementation tools.
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Cyberspace
or
Cyberspace
Environment

The virtual space for computer

systems and electronic
networks, where information
stored  electronically  and

directly connect to the network,
it is an intangible space
including data such as personal

information, electronic
transactions, intellectual
property and other related

topics.
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Data

It is information that is edited,
modified, printed or stored by a
computer, and this information
is in the form of text, audio,
images, video files, or in the
form of computer programs,
behavioral information,
preferential  information, or
digital information in a language
understood by the computer.
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Dark data

Information assets organizations
collect, process and store during
regular business activities, but
generally fail to use for other
purposes (for example,
analytics, business relationships
and direct monetizing).
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Data
Classification

It is the classification (or
placement or arrangement) of
data in appropriate levels of
security based on its sensitivity,
in order to determine the best
ways to handle it and protect it
from risks.
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Dashboards

Reporting mechanisms  that
aggregate and display metrics
and key performance indicators
(KPIs), enabling them to be
examined at a glance by all
manner of users before further
exploration  via  additional
business analytics (BA) tools.
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Data
application

Any application or service
which resides on top of a
connectivity layer and relies
upon a digital interface to
facilitate user interaction as part
of a specific function or set of
functions. Data applications are
available on a variety of
platforms, including mobile
telephones; examples of mobile
data applications include SMS
and WAP
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Data broker

A Dbusiness that aggregates
information from a variety of
sources; processes it to enrich,
cleanse or analyze it; and
licenses it to other
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organizations. Data brokers can
also license another company's
data directly or process another
organization's data to provide
them with enhanced results.
Data is typically accessed via an
application programming
interface (API), and frequently
involves  subscription  type
contracts. Data typically is not
"sold" (i.e., its ownership
transferred), but rather it is
licensed for particular or limited
uses.
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Data center

The department in an enterprise
that houses and maintains back-
end information technology (IT)
systems and data stores—its
mainframes, servers and
databases. In the days of large,
centralized IT operations, this
department and all the systems
resided in one physical place,
hence the name data center
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Data
deduplication

A form of compression that
eliminates redundant data on a
sub file level, improving storage
utilization. In this process, only
one copy of the data is stored; all
the redundant data will be
eliminated, leaving only a
pointer to the previous copy of
the data
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Data
governance

Data governance is the overall
term for the people, policies and
procedures used to manage data
within an organization. The
objective of data governance is
to ensure that over the lifecycle
of the data, it remains consistent,
secure, trustworthy, and
available. A data governance
team includes three
management roles: the data
owner, the data custodian, and
the data steward.
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Data hosting
and

storage

Service whereby a customer
contracts for data to be stored on
a third-party computer or other
device connected to a network,
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such that the data hosted and/or
stored is either publicly or
privately reachable via some
local- or wide-area network.
Data hosting charges often
include charges for network
connectivity and/or network
traffic, particularly in the case of
the Internet; Web hosting is an
example of data hosting.
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Data
labelling

In a machine learning system,
data labelling is the process of
detecting and tagging data
samples with the correct
classification. For example, a
human labeler may be requested
to label certain data set, images
or text, according to a
predefined question; whether
images contain  human or
animal.
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Data lake

A data lake is a repository that
holds a large amount of data in
its original format until it is
required or ready to be
processed. Data in a data lake is
assigned a unique identifier and
metadata tags to describe what it
is. When a specific business
query arises, mining tools can
use these tags to search the
entire lake for the relevant data
and perform the required
analysis upon it.
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Data  Loss
Protection

(DLP)

Describes a set of technologies
and inspection techniques used
to classify information content
contained within an object —
such as a file, email, packet,
application or data store —
while at rest (in storage), in use
(during an operation) or in
transit (across a network)
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Data
migration

The process of transporting data
between computers, storage
devices or formats. It is a key
consideration for any system
implementation, upgrade or
consolidation.
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Data mining

The process of discovering
meaningful correlations,
patterns and trends by sifting
through large amounts of data
stored in repositories. Data
mining employs pattern
recognition technologies, as
well as  statistical  and
mathematical technigues.
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Data
migration

Data migration is the process of
transferring  data  between
computers, systems, formats, or
applications.  This  process
occurs for reasons ranging from
server maintenance and
upgrades, to switching between
data centers. Considering that
the data can represent the
entirety of a company’s
information about itself and its
customers, migration must be
handled with great care and a
minimum of risk.
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Data masking

Data masking is a form of data
obfuscation where sensitive data
is replaced with realistic but
false data. This protects the
actual data while having a
functional substitute for
occasions when the real data is
not required. In data masking,
the data format remains the
same; only the values are
altered. One of the most
common form of obfuscation, it
allows for testing, training,
development and  support
personnel to work with the data
set without it being revealed.
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Data
obfuscation

Data obfuscation (DO) is the
process of hiding data with a
scrambled version to prevent
unauthorized access to sensitive
materials. In the event of a data
breach, the data will be
unintelligible or confusing to
those who try to steal it. There
are three main techniques for
data obfuscation: encryption,
tokenization, and data masking.
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Data integrity

Data integrity refers to the
overall accuracy, completeness,
and consistency of data across
its lifecycle. It describes both the
state of the data, and the process
used for maintaining its
accuracy. Apart from the
trustworthiness of data, data
integrity can also refer to its
safety in regard to compliance
with regulatory bodies.
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Data quality

Data quality is a measure of the
reliability of a given set of data.
Inaccurate data can have a
number of adverse effects, from
poor  decision-making to
weakening customer
relationships. For example, bad
data could suggest targeting a
customer with products they do
not need or want. Accurate, up-
to-date data allows teams to not
only make the correct choice,
but to make it faster, and
providing the most accurate
picture of a customer.
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Data quality
as a service
(DQaaS)

Data quality as a service
(DQaaS) is a subset of a
software as a service (SaaS)
model focusing on data quality
operations. DQaaS consists of
data quality applications that run
on cloud platforms; they match,
profile, standardize and validate
data. Customers order them as
required from cloud vendors and
use them on a subscription basis.
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Decryption

The process of transforming
data that has been rendered
unreadable through encryption
back to its unencrypted form. In
decryption, the system extracts
and converts the garbled data
and transforms it to texts and
images that are  easily
understandable not only by the
reader but also by the system.
Decryption may be
accomplished  manually  or
automatically. It may also be
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performed with a set of keys or
passwords.

Denial of
Service

The prevention of authorized
access to resources or the
delaying of time-critical
operations.
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Digital

Representation of voice or other
information using digits 0 and 1.
The digits are transmitted as a
series of pulses. Digital
networks allow for higher
capacity, greater functionality
and improved quality.
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Digital Audio
Broadcasting
(DAB)

Transmits digital signals rather
than the analog audio signals
traditionally used in broadcast
radio. DAB is broadcast on
terrestrial ~ networks,  with
prospects for satellite
broadcasting.
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Digital audio
tape

A magnetic tape that stores
audio data converted to digital
form.
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Digital
business

The creation of new business
designs by blurring the digital
and physical worlds
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Digital
customers

Use digital channels — Web,
mobile and social — to consume
content, engage with brands and
complete a transaction.
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Digital
Financial
Services

Digital  Financial  Services
consists of the electronic storage
and transfer of funds, making
and receiving payments,
borrowing, investing, and
saving, as well as managing an
individual’s or an enterprise’s
financial portfolio.
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Digital
Forensics

1. The process of detecting and
interpreting electronic data. Its
purpose is to preserve any
evidence in its original form
during an organized
investigation by  collecting,
identifying and verifying digital
information for the purpose of
reconstructing the past event.

2. A branch of digital forensic
science, related to computer-
related  forensics, evidence
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extracted from a computer and
other digital storage media. The
aim is to examine digital means
of identifying, identifying,
preserving, retrieving, analyzing
and presenting facts and
opinions about digital data.
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Digital
network

A telecommunication network
in  which information is
converted into a series of
distinct electronic pulses and
then transmitted as a digital bit
stream.
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Digital
signature

A specific type of electronic
signature  (e-signature) that
relies on public-key
cryptography to support identity
authentication and provide data
and transaction integrity.
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Digital
Subscriber
Line (DSL)

A specification for dedicated,
full-duplex service between
customer premise and a service
provider's point of presence.
DSL is a technology for
bringing high-bandwidth
information to homes and small
businesses over ordinary copper
telephone lines.
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Digital
Subscriber
Line Access
Module
(DSLAM)

Equipment that provides DSL
on the telephone service
provider end of a twisted pair
telephone line. Typically located
in a telephone wire center or
remote terminal.
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Digital wallet

A storage place of secure
information ~ necessary  to
authenticate a user and initiate
an authorization process to make
a transaction to purchase goods
and services.
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Digital
watermarking

Refers to several different forms
of tamper-resistant metadata
that is wused primarily to
maintain a link to the data owner
to support intellectual property
claims and, secondarily, to
enforce handling instructions.
Invisible watermarks, which are
usually based on a form of
encryption technology, can be
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applied to multimedia objects
(bitmaps, audio and video), and
persist even when those objects
are digitally manipulated.
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Digitization

The process of changing from
analog to digital form.
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Dirty
protocols

Many Internet Protocol (IP)
applications assume that direct
IP connectivity exists between
hosts. In today's Internet or
extranets, this is often not true.
The problems of limited IP
address space have caused many
enterprises to use private
Request for Comment (RFC)
1918 addresses. These addresses
cannot be routed and, for
enterprises to connect to the
Internet or to communicate in an
extranet, address translations or
application proxies must be
used.
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Disaster
Recovery
OR)

1) The wuse of alternative
network circuits to re-establish
communications channels in the
event that the primary channels
are disconnected or
malfunctioning.

2) The methods and procedures
for returning a data center to
full  operation after a
catastrophic interruption (e.g.,
including recovery of lost
data).
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Disaster
recovery as a
service
(DRaaS)

Disaster recovery as a service
(DRaaS) is a cloud backup
service model in which cloud
resources are used to protect
applications and data from
interruption in the event of a
disaster. DRaaS allows a full
backup of all cloud data and
applications while
simultaneously serving as a
secondary infrastructure. In the
event of a disaster the backup
infrastructure becomes the new
environment, allowing a
business to continue working as
normal while the primary
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system undergoes emergency
repair. As a cloud resource,
DRaaS backs up resources to
multiple sites, ensuring
continuous backup in the event
in the event that one or more
sites is unavailable.
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Distributed
computing

A form of computing in which
data and applications are
distributed computing among
disparate computers or systems,
but are connected and integrated
by means of network services
and interoperability

s L b daw gl JIKET e JS
Al iy clinlilly bl
A yisnallly Al u Ao sl
o g AlalSia g dliaia Lsl ) Aalia )

sl Q) 200 5 3030 cilard

e yall gl

Disruptive
technology

Disruptive technology is any
advance that notably changes
the way consumers  or
businesses operate. A
technology is  considered
disruptive  because it s
considered so effective or
compelling that it immediately
replaces the previous system.
Cloud computing is considered a
highly disruptive technology as
it has completely altered the way
in which businesses procure,
deploy and maintain IT services.
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Distributed
Database

A database whose objects
(tables, views, columns and
files) reside on more than one
system in a network and can be
accessed or updated from any
system in the network.
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Document
Management
(o17)

A function in which applications
or middleware perform data
management tasks tailored for
typical unstructured documents
(including compound
documents). It may also be used
to manage the flow of
documents through their life
cycles.
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Domain
Name

A unique identifier for an
Internet site or Internet Protocol
(IP) network address, consisting
of at least two segments
separated by periods.
Enterprises must register top-

s s ) wsal o yee
Y e 50 5] J S 585 A8
e gy blih (ul seade (ol > 0n
Wb Llall Bl Jas o <lS
oy Ay ASuEl) e s iy o

oy Bl 2 i

Gaill

ICT Terms and Definitions | 44 |

ayuanyl 9 Gl )JMM 6\_\_*34 Q’»_i’ﬁ)z_"\/a Glallhing

sle i ca ) Cagia




level domains with the Web
Internet Registry and pay a
yearly fee to maintain the
registry.

Download

The process of bringing a file
down to a computer through a
network and typically, from a
server, or some other computing
device. Download times can be
greatly affected by the method
of connection to the network.
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Downstream

In Internet access, traffic
handled at the service provider
end and terminating to the
customer.
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Dual — band
Network

A cellular radio system that
operates in two different
frequency bands in which
network elements conform to
identical network architectures
and radio interfaces.
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Dumb
terminal

Is a terminal that does not
performing local processing of
entered information but serves
only as an input/output device
for an attached or network-
linked processor.
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Eavesdropping A breach of confidentiality by eV 381 e PN eyl (31 i)

monitoring communication.

Educational
Technology

Educational Technology refers
to the use of technology in
learning-the convergence of
hardware, software, and
educational theories to create
effective, engaging learner
experiences.
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Edutech

Edutech or “Edtech” refers to
those companies that use
technology to create effective
learning outcomes. It is also
broadly used to refer to the
intervention of technology in the
teaching-learning space.
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e-Bill

An electronic bill is a bill
presented or delivered via e-mail
or the Internet.
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e-Commerce

Electronic commerce is a term
used to describe transactions
that take place online where the
buyer and seller are remote from
each other.
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Conferencing

E-conferencing refers to a host
of innovative technologies that
let people communicate over the
Internet. Audio conferencing,
collaborative conferencing and
web conferencing are all parts of
e-conferencing.
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e-Leaming

Electronic learning is the use of
Internet technology for learning
outside of the classroom. E-
learning suites are software
solutions that enable
automation, administration and
training over the Internet. E-
learning suites are integrated
product collections that
comprise learning management
systems (LMSs), virtual
classrooms, courseware and
learning content management
systems (LCMSs). An LMS is
software that automates the
training process and function
and includes registration and
administration tools, skills and
records management,
courseware access, and
programming interfaces to
packaged applications.
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Electronic
Customer
Relationship
Management
CRM)

Involves the integration of Web
channels into the overall
enterprise CRM strategy with
the goal of driving consistency
within all channels relative to
sales, customer service and
support (CSS) and marketing
initiatives. It can support a
seamless customer experience
and maximize customer
satisfaction, customer loyalty
and revenue
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Electronic

The use of electronic
communications devices,
computers and the Internet to
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Government  provide public services 10 | galai¥ly cpill gall dalall chleadl)
(e- citizens and other persons in a Lo dihaie sl Lo aly 8 (0 ,aY)
Gov) country or region
Electronic System contains patient-centric, Lint Glaslea Jeo (g ging CU:‘:J B Gy sl Jadl
Health Record  electronically maintained | Gua e Gy pall e S i L g yi)
(EHR) inf(_)rr_nation about an | e S psaile o dliaall dl)

individual's health status and dledll o el Ao 3l L

ggre, flocus:es ogtasksa_nd events Aty e Ja s, Sl

irectly related to patient care, I dadl gy el

and is optimized for use by | 7 < S

o : i) ameal aedll i N

clinicians. The EHR provides e N Za dhg - ‘

support for all activities and | W=l sk Aaisdl Slledls

processes involved in the Al

delivery of clinical care.
Electronic Illegal, unethical or | s o SA) e g g pia pe ol a dg gyl Ay gl
Crime unauthorized conduct, and is an A Y Bl alsid) A 5 s el s

extension of the normal criminal
activity that conducted via
cyberspace using non-traditional
methods to complement the
ordinary crime. Cybercrime has
several types including:
Cybercrime that targets
individuals, aimed to obtain
illegally on the electronic
identity of individuals, such as
email and password, or
impersonation electronically, or
drag photos and important files
from victim’s device to threaten
him and request orders.
Cybercrime that targets
government and private
agencies, destroying important
files, data or proprietary
software, by sending malware to
the user’s computer and in a
variety of ways like electronic
mails. Cybercrime that targets
Governments, the pirate attacks
government official websites
and network systems aiming to
damage the website, the
infrastructure of the site, the
network system or destroy all
aforementioned. Other crimes
such as fraud, theft, extortion,
theft of electronic information
and use them illegally, cursing
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and swearing, slander, and cyber
terrorism.

Electronic
paper

Refers to several reflective
display technologies that do not
require a backlight and can be
viewed in conditions of good
ambient illumination.
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Electronic
Waste
e-Waste

A generic term used to describe
all types of old, end-of-life or
discarded electrical and
electronic equipment, such as
household appliances; office
information and
communications  equipment;
entertainment and consumer
electronic equipment; lighting
equipment; electric and
electronic tools; toys; and
leisure, sports and recreational
equipment that are powered by
electricity.
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Encryption

The process of converting plain
text into code to secure
information from being read by
unauthorized persons or those
without  special computing
knowledge.
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Encrypted
Meetings

Encrypted Meetings refer to
video conferences that have
standards-based encryption to
keep the meeting secure and to
prevent data leaks. Such
meetings also have features in
place to prevent video call
intrusions, particularly where
there are multiple parties
involved.
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e-Procurement

Electronic procurement is the
applications support indirect
spending by giving casual users
(i.e., employees who are not
procurement professionals) a
self-service solution for
requisitioning and  ordering
goods and services.
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Ethernet

A baseband local-area network
(LAN) originally developed by
Xerox a supported by Intel,
Digital Equipment (now
Compag Computer) and
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Hewlett-Packard. It has a bus
topology with carrier sense
multiple access with collision
detection (CSMAJ/CD) access
control. Ethernet is not identical
to Institute of Electrical and

Ll (Hewlett-Packard 2 _SG <l g
Al je JS 515 pa (LT i AR )
el iy amid) Jeaglly 443
Ay Jad Adldae gl i AN A5
£l Sl astige e 53 2aindl 802.3

Electronics Engineers (IEEE) s S
802.3.

Evidence Information that, either by itself o A lealadind 21 8 ) e sladl) Jalall
or when used in conjunction e lgalatind die g s iy Ul <) 3
with other information, may be | {S0i sl JSEY e s AT e gra
used to resolve a dispute. Note — 2aaY1 oY1 5 A ) e 1)
Pgrpcular fc_)rms of evidence are 35 2 Y s
digital S|gnatures,_ secure i s o) il LS e s
envelopes and security tokens. T ST e AN T fen
Digital signatures are used with | &* el S5a 05303 ‘JULL'“fn e b“““
public-key techniques while Al eildal) s
secure envelopes and security
tokens are used with secret key
techniques.

Fibre pair Two strands of optical fibre | ai i) 4y yadl GLIY) Jilas (e oyl LY ez s
which, when in service, are | Zaaall ol sas o Leliands § lganads i padll
provisioned and operated as a ol ddcline Cilaee any RS
unit.  Some wave division e il gheal) Jil axding il da sl
multlp_lexmg equipment, useql to 255 dha Qs Ayl Gl
move mformatlon along optical Ol idee il Ay pead) LYY
fibre, requires both strands of a | . T o s
fibre pair in order to achieve | < IS o Alas plaiuls oLl 4‘”1'”
full-duplex communication, i aal g ol
using each strand in one
direction only.

Forgery An entity fabricates information | slea¥ls il slas duaify (e (LS AL KR
and claims that such information | ObS (e eediul &3 Gl gleall o328 ol
was received from another entity DA OS ) ) S daal)
or sent to another entity.

Fibre to the Fibre terminating at a residence | (8 yo & as ) 4 pead)l GLIYY & & padl GLIYI Jua s

[l and_ _origin_ating at a switching | s f caylaas) Caika < ;\,u‘ﬁu,. <)

(FTTH) facility, either a cc_mcentrator, &S e sl e Jtaadl
remote or central office.

File server A computer containing files | <k Je (sginy g (o 3 ke clald) anla
available to all users connected | 4<uiy pliatall peadiiall 48K dalic
to a local-area network (LAN). Adae dakaia

File Transfer A Transmission Control | & pSadll JsS g9 a5 Clalal) Ja3 J S g gy

Protocol Protocol/Internet Protocol P | G S PP PR YIS W

(FTP) (TCP/IP) standard used to log | i<us 1) Jeaall (sl RECRA
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onto a network, list directories
and copy files. That is, it
provides authentication of the
user and lets users transfer files,
list directories, delete and
rename files on the foreign host,
and perform wild-card transfers.
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Fintech

Fintech is an umbrella term
combining the words “finance”
and “technology,” that refers to
technological innovation in the
area of financial services and
product offerings. Itaims to help
companies, individuals and
businesses manage their
financial operations and
processes seamlessly through
the use of automation and
special, dedicated software.
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Finserv

FinServ is an abbreviation used
to denote a broad range of
financial services ranging from
capital market, asset
management, lending, payments
and insurance.

5L Adlall leadl) mllaias addiuy
8ol Juall Gl Gom O g 58 Al
Gle gadly gl @Yy J sl

Gl 5

L cileall

Firewall

An application or an entire
computer (e.g., an Internet
gateway server) that controls
access to the network and
monitors the flow of network
traffic. A firewall can screen and
keep out unwanted network
traffic and ward off outside
intrusion into a private network.
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Fixed access A network access line which

line

connects between two fixed
nodes, and may be delivered
over  twisted-pair  copper,
coaxial copper, optical fibre,
fixed wireless, satellite, or other
materials.
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Fixed line

A physical line connecting the
subscriber to the telephone
exchange. Typically, fixed-line
network is used to refer to the
PSTN to distinguish it from
mobile networks.
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Fixed wireless A method for provisioning a

network segment between two
fixed locations using wireless
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devices or systems, whether

analogue or digital. Fixed
wireless  devices  normally
derive their electrical power

from utility mains, as opposed to
portable wireless devices that
normally derive their power
from batteries. Most fixed
wireless systems rely on digital
radio transmitters placed on
rooftops, aerial towers, or other
elevated locations, and achieve
point-to-point signal
transmission via a microwave
platform. Unlike a satellite
system, fixed wireless is a
terrestrial technology.
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Form cell

A position on a grid defined
explicitly by a survey form or
guestionnaire, as opposed to a
position on a software-defined
grid such as an Excel
spreadsheet. A form cell is
specified according to its
vertical form column coordinate
and its horizontal form row
coordinate, in that order.
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Framework

A style guide that defines the
look, feel and interoperability of
software applications.
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Framing

A control procedure used with
multiplexed digital channels,
whereby bits are inserted so the
receiver can identify the time
slots allocated to each channel.
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Frequency

A specified band or range within
the overall spectrum of
electromagnetic radio waves
used as a channel for sending or
receiving communications.
Frequency is the rate at which an
electrical ~ current  alternate,
usually measured in Hertz. It is
also used to refer to a location on
the radio frequency spectrum,
such as 800, 900 or 1'800 MHz.
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FTTx

Generally refers to broadband
telecommunications  systems
based on fiber-optic cables
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directly to the homes or
business.

Functional
Programming
Language

Often a hotly debated topic
among computer scientists, but
it is generally accepted that such
languages emphasize the value
of expressions, rather than the
execution of commands. These
languages enable the
programmer to think like a
mathematician by emphasizing
data over state.
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Function-as-
a-Service
(FaaS)

Function-as-a-Service (FaaS) is
a type of cloud-computing
service that allows users to
build, modify and execute code
without building the complex
infrastructure  required  for
launching a  microservice
applications. When a software
application is hosted on the
internet, it  requires the
provisioning and managing of a
virtual or physical server, along
with the required operating
system and web server hosting
processes. In a FaaS system, all
of the above are handled
automatically by the cloud
service provider — leaving the
developer free to focus on
creating their application code.
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Fuzzy Logic

A reasoning paradigm that deals
with approximate or imprecise
information by enabling
variables to be described (often
linguistically) and acted upon in
terms of their degree of
membership in predetermined
sets. Control systems in
electronic  equipment  and
consumer products and other
embedded control systems are
among the most popular
applications.
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G

Gateway

A computer that sits between
different networks or
applications.  The  gateway
converts information, data or
other communications from one
protocol or format to another. A
router may perform some of the
functions of a gateway. An
Internet gateway can transfer
communications between an
enterprise  network and the
Internet. Because enterprises
often use protocols on their
local-area networks (LANS) that
differ from those of the Internet,
a gateway will often act as a
protocol converter so that users
can send and receive
communications  over the
internet.
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General Packet
Radio Service
(GPRS)

General Packet Radio Service
(GPRS) is a packet-based
mobile data service for GSM
cellular communication
systems. Designedly for non-
voice applications, it enables the
sending and receiving of
compact data bursts and large
data volumes across mobile
phone networks. GPRS was the
first data service available for
GSM cellular carriers. While not
as fast as modern 4G and 5G
systems for transmitting data,
the speed is sufficient for the
lower demands of devices using
the Internet of Things, and
cheaper to deploy.
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Geographic
Information

System (GIS)

A collection of computer
hardware, software and
geographic data for capturing,
managing, analyzing  and
displaying every form of
geographically referenced
information, often called spatial
data.
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Global
Positioning

System (GPS)

Refers to a "constellation” of 24
"Naystar" satellites launched
initially by the United States
Department of Defense, that
orbit the Earth and make it
possible for people with ground
receivers to pinpoint their
geographic  location.  The
location accuracy ranges from
10 to 100 meters for most
equipment. A Russian system,
GLONASS.
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Global System
for Mobile
(GSM)

Developed under the auspices of
the CEPT (Conference of

European Posts &
Telecommunications), GSM is a
TDMA-based protocol

implementation and a member
of the so-called “second
generation" (2G) family of
mobile protocols. GSM is
deployed widely across Europe
and around the world, 1900
MHz frequency bands. When
delivered in the 1900 MHz
frequency band, GSM s
sometimes referred to as part of
the PCS family of services.
(GSM).
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Graphic User
Interface
(GUI)

A graphics-based operating
system interface that uses icons,
menus and a mouse (to click on
the icon or pull down the menus)
to manage interaction with the
system.
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Grid
computing

As a method for applying large
numbers of resources, usually
large amounts of processing
capacity, to a single task, by
applying resources from more
than one system. A grid is a
collection of resources that is
coordinated to enable the
resources to solve a common
problem.
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Hacker 1)Malicious hacker refers to @ ) i Apal) daal 8 (1 Lal 3
any unlawful access to a ¢ ismall) aldad ) S8 e Jeas
computer system, this crime has 5 el alaal A jal) s3a Caaveal
become a mass phenomenon 502 Aiia il Ciland 038 (e dal
famous_targets of hack_mg i gall dadlall duils )
attacks mc_lude the Unltec_i ¢ (obi) saniall Y 51 oLadll
States National Aeronautics and samidl LY S L all
Space Administration (NASA), ¢° ‘f’-y’ﬂé‘”# Sl
the United States Airforce, « (Google) de s « (Yahoo) sb
Yahoo, Google, eBay, and the ;-“FL“M 4 Sall S (Ebay)s\)
German Government. L) g pmall) A83AY) dal ) (2
2)Ethical hacker (also known as ) o (AR sl aly
penetration testing) refers to the | (3L Cile slaall Lia ol 635 aUas JMaial
exploitation of an IT system ddan bl paat Jad e aalaa (e
with the permission of its owner O a5 Ld) Aglee 3| Adaia
to determine its vulnerabilities Aalaial) s il shaal) (el dpmaa s
and_weaknesses. It is process of 2 24 Lol 5 Lgaaaly
testlng .anc’i vahgiatlng an L A gl AESAY A )
organ_lzatlon S mformat_lon Ll ) 5 4008 ) 5:Lmal
security posture and maturity. I o
The results of ethical hacking -}e"‘ﬁ"d‘ .?M‘“JL‘?O‘““”"
are typically used to recommend | 2 Gsise padd 5o ANV 5 il
preventive and  corrective | s/ s Aediiall Gl G A Jslag
countermeasures that mitigate | < taall (ad pladiuly 55 sl ki)
the risk of a cyber-attack. An Gl Lgwadiing Al &l Fonp
ethical hacker is an individual 300§l Ay Hlay oSy Gl
who is trusted to attempt to Ao yiasy
penetrate an  organization’s
networks  and/or  computer
systems using the same
knowledge and tools as a
malicious hacker, but in a lawful
and legitimate manner.

Haptics A tactile or force-feedback | a3 Ll delédl 58 o (ualll 4w Luealll 3l
technology that leverages a | JoA (=il a Guadll Als
person's sense of touch by Sl A Al /s <l iy gl
applying  vibrations  and/or a3l lal Gl bl
motion to the user's fingertips.

Hash Function A (mathematical) function that Ao sana (o L (il (Aaaly ) Al 4 el Ala
maps values from a (possibly | ) (1as dulle (oS5 8) asdll (e 3 508
very) large set of values into a ol e raal sl
smaller range of values.

Help desk Services provide centralized | 43S e Cla glra 58 g8 Chladd (e B jlae Bac Lusall 1i€a 3 )0

management  information and support | dalladl  acall syl cleddg

management service to handle a
company's internal or external
queries and operational
problems  about  IT-related
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processes, policies, systems and
usage.

Heterogeneous
architecture

A computing system
architecture in which processors
use more than one instruction
set, all of which share a single
memory. This requires programs
to be written differently for each
of the dissimilar instruction sets.
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High  speed
internet

An Internet Access service
whose advertised throughput
reaches, or which consistently
achieves, speeds above
narrowband (128 Kbps)
between the end user's
equipment and the first Internet
router reached outside the IP
network managed by the
Internet provider.
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Hit

An individual visit to a website
or Web page, expressed as a
measure of its popularity
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Host

Any computer that can function
as the beginning and end point
of data transfers. Each internet
host has a unique internet
address (IP address) associated
with a domain name.
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Hot spot

Area, often public, such as an
airport, coffee  shop or
convention center, that is
covered with a WLAN service.
This service is available for the
public to use for a nominal
charge, for free or as a premium
service.
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Hybrid cloud
computing

Refers to policy-based and
coordinated service
provisioning, use and
management across a mixture of
internal and external cloud
services.
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Hyperlink

An area on a Web page that,
when clicked on with a mouse,
will transport the user to another
Web page. Also called "links" or
"hot links,"” hyperlinks are
analogous to hypertext
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Hypertext
Markup
Language
(HTML)

A Hypertext document format
used on the World Wide Web.
Mark- up languages for
translating Web content onto
mobile phones include cHTML,
WML and xXHTML
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Hypertext
Transfer
Protocol
(HTTP)

Open-Internet  protocol  to
transfer or convey information
on the World WiVOIPde Web

Jasad sl Jal & gt i yul J oS 39y oaill Jai J S g gy

.Web WiVOIPde e il slaall

(Cp - ‘

Hypervisor

A hypervisor is a software
application that creates and runs
virtual machines (VMs). It
allows one host computer to
support multiple guest VMs by
virtually sharing its resources,
such as memory, processing,
and storage. Hypervisors makes
more efficient use of a system’s
available resources and provides
greater IT mobility, since the
guest VMs are independent of
the host hardware. This allows
them to be easily moved
between different servers.
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ICT
Governance
Framework

A guide for governments aiming
to maximize the use of ICT in
the pursuit of development
goals. This framework is usually
comprised of:

1) a set of principles

2) a decision-making hierarchy
3) a tailor-made suite of
reporting and  monitoring
processes.
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Identity theft

Creating a false identity using
someone  else's identifying
information (e.g., name, Social
Security Number, birthday) to
create new credit cards or
establish loans which then go
into default and affect the
original victim's credit record.
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Image
recognition

Technologies strive to identify
objects, people, buildings,
places, logos, and anything else
that has value to consumers and
enterprises.
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Indefeasible
Right of Use
(IRUs)

Unconditional right to use a
facility, e.g. a fibre-optic cable.
The IRU holder holds privileges
generally  associated  with
ownership except the right to
control the operation of the
facility in which the circuit lies.
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Information
and
Communicatio
ns Technology

(ICT)

Is an umbrella term that includes
any communication device or
application, encompassing:
radio,  television,  cellular
phones, computer and network
hardware and software, satellite
systems and so on, as well as the
various services and
applications associated with
them.
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Information
Engineering
(1E)

A methodology for developing
an integrated  information
system based on the sharing of
common data, with emphasis on
decision support needs as well
as transaction-processing (TP)
requirements.
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Information
Life  Cycle
Management
(ILM)

Is an approach to data and
storage  management  that
recognizes that the value of
information changes over time
and that it must be managed
accordingly. ILM seeks to
classify data according to its
business value and establish
policies to migrate and store
data on the appropriate storage
tier and, ultimately, remove it
altogether.
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Information
Security

Information security is focused
on protecting specific individual
systems and the information
within organizations. The model
for information security defines
three objectives:
Confidentiality, Integrity, and
Auvailability.
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Information
Sharing  and
Analysis
Centre

(ISAC)

Non-profit organizations that
provide a central resource for
gathering information on cyber
threats (in many cases to critical
infrastructure) as well as allow
two-way sharing of information
between the private and the
public sector.
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Information
Technology

(Im)

This is the common term for the
entire spectrum of technologies
for: information processing,
including software, hardware,
communications technologies
and related services.
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Infrastructure
as a Service
(laaS)

A standardized, highly
automated  offering, where
compute resources,
complemented by storage and
networking capabilities are
owned and hosted by a service
provider —and offered to
customers on-demand.
Customers are able to self-
provision this infrastructure,
using a Web-based graphical
user interface that serves as an
IT operations management
console  for the overall
environment.
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Input /Output
(1/0)

The activity of sending
information to or from
peripheral devices, terminals,
direct-access storage devices
(DASDs), tape drives and
printers.
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Instant
Messaging
(IM)

A communications service in
which short messages appear in
pop-up screens as soon as they
are received, thereby
commanding the recipient's
immediate attention.
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Institute of
Electrical and
Electronics
Engineering
(IEEE)

Nonprofit professional
association of scientists and
engineers founded in 1963 with
more than 365,000 members in
150 countries. It is best known
for setting global standards for
computing and communications
and has 1,300 standards and
projects under development.
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Integrated
carrier

An entity that owns operates
both fixed-line and mobile
network infrastructure and
provides aforementioned
services (fixed and mobile).
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Integrated
Service Digital
Network
(ISDN)

An ITU-T specification for
digital ~ transmission  over
twisted-pair copper lines as well
as over other media, such that
the same switches and digital
transmission paths are used to
establish ~ connections  for
different services, usually over
the PSTN. ISDN lines come in
two flavors, the BRI (Basic Rate
Interface), which consists one or
two 64 Kbps channels and an
associated 16 Kbps signaling
channel, and the PRI (Primary
Rate Interface).

sl AN Leaiay AvE ddeal se
Jlos DU ASL  ASL) e Ladl
A 53 3l Aplaill YT e e )
Cuny Al Bilus ey 4saadl
Gl ey ¥abuall Ll aad0
EAN TR I TN -V S W
e 0S5 L sale 5 ddliaadl cileaall
iy e genll Al VLAY A0S
laadll Al 4850 Lashd b
J& Ao pu dgaly o G Al
8an 5 (el 5 Al il
64 Jaras Jasi ) ) 538 (o (8
i A 5 LY 3L 5 i) & g slS
g A yal) Al 3 oy 1€ 16 Jamy
DA 3l il gl el dgal gy

Jiany)

cilerall A ) A<,
AL\l

Integration

Integration services are detailed
design and implementation
services that link application
functionality (custom software
or package software) and/or data
with each other or with the
established or planned |IT
infrastructure.
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Integrity
Service

The integrity service provides
means to ensure the correctness
of exchanged data, protecting
against modification, deletion,
creation (insertion) and replay of
exchanged data. The following
kinds of integrity services are
distinguished: selective field
integrity; connection integrity
without recovery; connection
integrity with recovery.
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Interactive
\oice
Response
(IVR)

A voice/call-processing option
for improving call center
functionality and integration. It
enables callers to have more
flexibility to access information
or leave messages. Use of this
option can "offload" call volume
from agents to the IVR or
improve load balancing by
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having agents handle recorded
messages during slow periods.
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Interconnection

The linking of at least two
telecommunications  network
segments at a common physical
point inside a single building,
where each interconnected
network segment is managed by
a separate party, in such a
manner as to allow traffic from
one party's network segment to
be transferred onto another
party's network segment.
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Interconnection

Revenues

Revenues earned for the
provision of service and/or
facilities beyond the point of
interconnection in order to
transit or terminate network
traffic on behalf of another
service  provider, including
transiting or  termination
provided pursuant to an
interconnection tariff or
agreement.
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Intemational

interconnection

payment, net

The money paid out or the
money taken in after settling
balance-of minutes accounts for
international PSTN
communications  with  other
service providers, regardless of
whether the settlement is based
on ITU accounting rates, FCC
benchmark rates, or private
arrangements.
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Intemational
Organization

for

Standardizatio

n(ISO)

A voluntary, nontreaty
organization  established in
1949, as a technical agency of
the United Nations, to promote
international standardization in
a broad range of industries.
ISO's Open Systems
Interconnection (OsI)
Reference Model establishes
guidelines for network
architectures.
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International
Telecommunic

ation
(ITV)

Union

The United Nations specialized
agency for telecommunications
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Internet

A collection of terminals which
are addressable via the Internet
protocol and reachable via
ICANN-administered IP
address space.
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Internet access

The provision of Internet
protocol (IP) connectivity to an
end user such that:

the end user is able to send and
receive http traffic and at least
one other type of applications
traffic to and from hosts that
provide these services and are
reachable through the ICANN-
administered domain  name
system; and

the end user is assigned a unique
address for the duration of the
connection, even where that
address is routable only by the
end user's access provider.

Access to a closed network
dedicated to a specific IP
application such as voice-over-
IP does not, therefore,
constitute Internet access; nor
does access to a private network
which significantly restricts
reachability to and from other
ICANN-registered domain
name participants. As a
connectivity protocol, Internet
access must be provided over
physical network capacity as
well as a data link connection;
lower-layer facilities or
services of this type, such as
DSL provisioning charges or
mobile airtime charges, the
latter are distinguished from
Internet access as separate
items.

& Y JSsisn deag s
Cun A sadidl
Jf e 18 el aasiiaddl 0S5 o
oall J8 JsSsign S Juiiuly
Spn e Alg 5B oy el
) Hisivd) (5 ga Slakl
ledl Jpa gl (Sayg claddll oda jig8
a);djggﬂ\ é\laﬂ\eu\e%d%w
ALYy el V) Ay
5 haiaddl
B e Al sl jarndl @
2536 IS (s s JuaNI 858 I sha
pst e b @ sl dE ded
sl M an iy
e 405 Y s s b e 3 50le
Mne o) J S5 Gull daada
JsSsisn s dsal OV Jie
e Yg e Y 1N IS Y e iy
LS S JSdy 2 Aala 4SS ) A8
ool (B 0 AV GS S s (N S sea s
c@ﬁiﬁ)ﬁwmydﬂ ol LBLL}]\
JSsisn 4y Aaaddl 8V
e Y ) A8 b g cJaa i
Ly Juail ) Al Aol A8 dau
O oltad) Aadall 381 ja o clend g il
& il ba ded pdgiaguyJieg sl 1
sl el Qi) aguy o )
3sias S oY) )3l ge g sl iy

i Y ) Mal)

Interet access

provider

Any service provider, including
providers of voice telephony or
cable television services, which
provides Internet access on a
retail or wholesale basis.
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Internet
backbone

The set of all network
connections established between
the routing computers that move
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aggregated end-user IP traffic
through the Internet. Internet
backbones are measured as a
series of router-to-router links,
where each link is assigned a
discrete capacity based on the
capacity (in Mbps) dedicated to
Internet traffic on that link;
where each router is a core
router whose direct links are to
other ; routing equipment, not to
end-use terminals; and where
each router-to-router link is part
of a single Autonomous System.
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Internet
bandwidth

Network bandwidth dedicated,
at layer three, to Internet traffic.
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Internet
content

The sources of data, services,
images, videos, search engines
and other content available on
the internet and is accessible
through web sites, electronic
services, systems and devices
connected to the internet and
may be established by
individuals,  companies  or
governments.
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Internet
exchange point

Also known as Network Access
Points (NAPs) or Metropolitan
Area  Exchanges (MAES),
Internet exchange points (IX
points, or IXPs) are services
created to facilitate on-site
interconnection between
independent  or  third-party
Internet  networks  without
recourse to the facility owner
except for technical and
troubleshooting reasons.
Internet exchange points are
neutral meeting grounds: the
exchange must provide an
Internet switching fabric for
traffic  exchange, although
members may usually opt to
interconnect their equipment
directly.
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Intemet
Message
Access

A protocol used to access e-mail
or bulletin board messages from
a (possibly shared) mail server.
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Protocol

(IMAP)
Internet of Is the network of physical | saliall 55 3eal) (e 2SS oo 5 5ke LLsY) e )
Things (IoT) objects that contain embedded | Jal sill daacde 4 335 e 4Asalall
technology to communicate and | 1) sal u Jeléll o ulaadly
sense or interact with their sl g i adal
internal states or the external
environment.
Internet A connectionless,  packet- | dejall Jagh 4SS Ak J Sy i i) J S gig g

protocol (IP)

switched network layer protocol
for exchanging data between
computers. IP standards are set
by the ¢ Internet Engineering
Task Force; currently
standardized on IP version 4
(IPv4)—another version, IPv6,
has been deployed and makes
use of IPv4 space via
tunneling—the Internet Protocol
requires a host-to-host transport
protocol specified as either TCP
(Transmission Control
Protocol), which defines a
connection- oriented service, or
UDP (User Datagram Protocol),
which defines a connectionless
service. IP connectivity entails
the provision of Internet
protocol connectivity to an end
user such that that end user is
able to communicate with other
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connectivity]. Because nhon-

Internet IP  services exist,

however, IP connectivity does

not necessarily imply

connectivity to the public

Internet.
Internet Aunique number assigned by an | < il b8 Aa a8 a8 LB, EY) J 6 0 ol e
Protocol Internet authority that identifies | clall jlea o S danady
Address (IP a computer on the Internet. ) e V)
Address)
Internet An overlay network of secured | (5_iia) 4 ge oyl 5 ) 4S051 48 4 Aika dald Al yi) A0S
Protocol (encrypted) links whose end-use Sl aladild Jay saie JKis i yBY) J S g gyl
Virtual Private Nnodes constitute a closed group, | ik JS dilis de gane L (anasdll
Network  (IP- and each of whose nodes | i _1) slas 4l i diall 038 (e
VPN) accesses this network via the Y JSss e A4S

Internet protocol. Popular IP- AN il N S 5l

VPN protocols include Point-to-
Point  Tunneling  Protocol
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(PPTP), Layer 2 Tunneling
Protocol (L2PP), and IP Secure
(IPsec).  Where  additional
services such as voice-over-1P
and video-over-1P
communications are provided to
a customer over a customer-
provisioned IP-VPN
infrastructure, and where that
IP-VPN infrastructure is not
used exclusively for one or
another of these additional
services, then revenues for these
services should be included in
IP-VPN revenues.
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Internet service
provider (ISP)

Any service provider, including
providers of voice telephony or
cable television services, which
provides Internet connectivity or
an Internet-based application on
a retail or wholesale basis.
Internet connectivity services
include Internet access and
Internet transit.
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Intemet transit

A specialized, revenue-based
form of Internet access which
bundles BGP routing with
connectivity to either the whole
Internet or to a subset of the
whole Internet, where the subset
may be defined by geographic,
by network, or otherwise.
Because it includes inter-
domain (BGP) routing, only
Internet users with an AS
number and at least two separate
connections to the Internet
normally  purchase Internet
transit.
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Interference

The effect of unwanted energy
due to one or a combination of
emissions, radiations, or
inductions upon reception in a
radiocommunication system.
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IP address

A 32-bit number that identifies
each sender or receiver of
information that is sent in
packets across the Internet.
Internet IP  addresses are
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assigned and overseen by
ICANN.

IP telephony

IP telephony is used as generic
term for the conveyance of
voice, fax and related services,
partially or wholly over packet-
based, IP-based networks. See
also VolP.
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IPv4

Internet protocol version 4. The
version of IP in common use
today.
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IPv6

Internet protocol version 6. The
emerging standard, which aims
to rectify some of the problems
seen with IPv4, in particular the
shortage of address space.
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IT Governance
(ITG)

Is defined as the processes that
ensure the effective and efficient
use of IT in enabling an
organization to achieve its goals.
IT demand governance
(ITDG—what IT should work
on) is the process by which
organizations ensure the
effective evaluation, selection,
prioritization, and funding of
competing IT  investments;
oversee their implementation;
and  extract  (measurable)
business benefits. ITDG is a
business investment decision-
making and oversight process,
and it is a business management
responsibility.
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IT services

Refers to the application of
business and technical expertise
to enable organizations in the
creation, management and
optimization of or access to
information  and  business
processes.
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Kernel

The heart of an operating
system, a kernel is the part of the
operating system that
interconnects with the hardware.
With Open Systems
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Interconnection (OSI) software

intended for wuse in Unix
environments, the kernel's
functional units are often

included as a function library.
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Laser disk

A storage medium that uses
laser technology to record and
retrieve data.
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Latency

Measure of the responsiveness
of a network, often expressed as
the  round-trip time  (in
milliseconds); that is, the time
between initiating a network
request and receiving a
response.
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Leased facility

A physical telecommunications
facility, especially a network
segment, managed by a supplier
who does not own that facility
but has managerial control over
it through a leasing
arrangement,  enabling  the
supplier  to provide a
telecommunications service
using the leased facility. When
this occurs, the service provider
is known as a leased-facility
provider of that service.
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LCMS

LCMS is short for Learning
Content Management System
and refers to a comprehensive
framework where all digital
training content is managed,
shared and created. In most
cases, LCMS and LMS are
integrated, in order to provide an
effective learning experience for
learners.
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Learning
Management
System (LMS)

Learning Management System
refers to a special software that
helps in the course creation,
tracking, reporting,
management,  administration
and classification of education
and training modules. It helps
both teachers and students
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assess their skills and interact
seamlessly with one another for
better feedback and output.

Ledger

A distributed ledger is a
database that is consensually
shared and synchronized across
network spread across multiple
sites, institutions or
geographies.
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Legacy

application

system

Information system that may be
based on outdated technologies,
but is critical to day-to-day
operations.
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Lit Fiber

Optical fibre cable attached to
in-service transmission
equipment.
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Load

balancing

The ability of processors to
schedule themselves to ensure
that all are kept busy while
instruction streams are
available.
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Local

Area

Network

(LAN)

A computer network that spans a
relatively small area. Most LA
are confined to a single building
or group of buildings. However,
one LAN can be connected to
other LANSs over any distance
via telephone lines and radio
waves. A system of LANs
connected in this way is called a
wide-area network (WAN).
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Local
area

calling

In voice wireline, the sum of all
destinations to which a dialed
connection may be established
over the PSTN without incurring
a toll charge above and beyond
the local rate. These destinations
may be served by one exchange
or, especially where extended
area service is provided, by
more than one exchange.
Connections between exchanges
but within the mandatory
extended area service area are
considered part of the local
calling area
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Localnumber The ability to change to a | 253 ) <ailed) o, ysi e 3yl il Jidaas
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same phone number.
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guided by lessons from existing
information.
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Mail server

A mail server (or email server)
is a computer system that sends
and receives email. Mail servers
send and receive email using
standard email protocols. For
example, the SMTP protocol
sends messages and handles
outgoing mail requests.
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Mainframe

Is a large-capacity computer
system with processing power
that is significantly superior to
PCs or midrange computers.
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Man-In-The-
Middle Attack

An attack in which an attacker is
able to read, insert and modify
at will messages between two
parties without either party
knowing that the link between
them has been compromised.
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Mappable

geographic
information

A data file containing geocoded
information in a format
compatible with the Mapinfo
software package.
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Masquerade

The pretense by an entity to be a
different entity.
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m-Commerce

Mobile commerce is a category
of commerce that includes any
purchase transaction completed
using a wireless device, such as
a cellular phone, PC or personal
digital assistant. M-Commerce
includes paying for a
subscription to get content
"pushed" to a mobile device,
purchasing a product via a
mobile device or using such a
device to obtain a service for
which a fee is charged.
Purchases that are researched or
arranged via a wireless device,
but completed and settled by
other means, are classified as
mobile enabled transactions.
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Media
gateway

An infrastructure  network
element that converts one or
more input protocols or media to
one or more output media or
protocols, such as TDM circuit-
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switched networks, ATM or IP.
It acts as a translation unit
between disparate  telecom
networks, such as PSTNs,
NGNs, second-generation (2G),
generation two-and-a-half
(25G) and 3G RANs, and
PBXs. Media gateways support
VoIP and/or voice over ATM
(VOATM).
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Metadata

Information  that  describes
various facets of an information
asset to improve its usability
throughout its life cycle. It is
metadata that turns information
into an asset. Generally
speaking, the more valuable the
information asset, the more
critical it is to manage the
metadata about it, because it is
the metadata definition that
provides understanding that
unlocks the value of data.
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Metropolitan
Area Network
(MAN)

A short-haul network which fills
the gap between access and
long-haul networks by
connecting three or more
locations together within a
single municipality or adjacent
municipalities, and then making
private-line capacity available
on those network segments in
increments whose maximum is
no less than 44 Mbps. Larger
than a local area network (LAN)
but smaller than a wide area
network (WAN), a MAN is
generally used to provide POP-
to-POP digital carrier services
such as wavelengths or SONET-
based private lines. On-net
buildings include carrier hotels,
central  offices, colocation
facilities, terminal rooms in
multi-tenant units, and similar
sites.
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Metropolitan
fiber system

A fiber-based MAN.
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Microprocessor

Is a central processing unit
(CPU) on a single chip, also
known as a microprocessor unit
(MPU). Desktop and portable
computers typically contain one
microprocessor, while more-
powerful computers often make
use of multiple microprocessors.
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Microfunctions

Microservices is an approach to
building cloud computing-
native applications in which a
single application is comprised
of many smaller interconnected
and independently deployable
smaller services. A
microservices-based approach
to software development has
many advantages: code is easier
to create, software teams are
more agile and responsive, and
the code is far easier to deploy.
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Middleware

The software "glue" that helps
programs and databases (which
may be on different computers)
work together. Its most basic
function is to enable
communication between
different pieces of software.
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m-Learning

Mobile learning is the use of a
mobile device to access and
study learning materials and for
communicating with the
institution, tutors and fellow
students.
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Mobile

The term refers to mobile
cellular systems.

Agall Al ) sdlaadl Jla)
A

Moabile
operating
system

The operating system that
controls a mobile device or
information appliance—similar
in principle to an operating
system such as Windows, Mac
OS, or Linux that controls a
desktop computer. However,
they are simpler, and deal more
with the wireless versions of
broadband and local
connectivity, mobile multimedia
formats, and different input
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methods. Operating systems that
can be found on smart phones
include  Nokia's  Symbian,
Google's Android, Apple's i0S,
RIM's BlackBerry 0sS,
Microsoft's Windows Phone,
Linux, Palm/HP's WebOS,
Samsung's Bada, Nokia's
Maemo and MeeGo among
many others
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Mobile
coverage

The geographic area in which a
given service provider provides
connectivity using a given
wireless  protocol such as
AMPS, CDMA, CDMA 1xRTT,
non-GSM TDMA, GSM, GPRS,
or ESMR. Mobile coverage may
be provided in one of two ways,
either as an on-net service using
the network managed by the
service provider, or as a roaming
service using a network
managed by another service
provider, usually due to a formal
roaming agreement between the
user's service provider and the
mobile  network  operator.
Because mobile coverage often
fluctuates in a given geographic
zone according to climactic,
architectural, and other
conditions, the presence or
absence of mobile coverage may
be estimated according to
geographic zones in which a
customer might have reasonably
expected outdoor coverage in at
least 50 percent of the zone in
guestion.
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Mobile data

A wireless communications
service involving the
transmission and/or reception of
data, such as SMS. Mobile data
revenues include revenues
accruing from Internet-based
and non-Internet based content
and applications delivered as
mobile data, except where those
content and applications are
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broken out as a specific
subcategory on a reporting form.

Mobile Deep

Packet
Inspection
(DP1)

A technique used to monitor the
data traffic in mobile
applications. As a business
model evolves in which data
services become more important
than  voice for  revenue
generation—and in which the
network is upgraded to Long
Term Evolution (LTE) and
becomes Internet Protocol (IP)
end-to-end—the  ability to
perform traffic shaping, and
perhaps blocking, becomes
important.
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Mobile
interconnect

The linking of at least two
telecommunications networks,
managed separately, that allows
traffic from one party's network
segment to be transferred or
terminated onto another party's
network segment.
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Mobile

Intemet service

A wireless communications
service providing persistent or
intermittent Internet access. It
offers services such as news,
travel, weather and
entertainment using a wireless
phone. Mobile Internet service
revenues include  flat-rate
subscription  revenues and
recurring or  volume-based
usage revenues, but not
revenues realized from
equipment sales, nor revenues
realized from the transmission
of specific content or the use of
specific Internet-based
applications, on which see
mobile data.
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Mobile

penetration rate

Measures the number of mobile
subscribers per 100 inhabitants
and is usually represented as a
percentage figure.
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Mobile plan

A predetermined amount of
airtime, which may include a set
package of features and other
services and/or a set of optional
features and other services
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identified by a trademark, and
that provides a detailed outline
of the terms of wireless or
mobile subscriber service. A
single plan usually allows for
some minor flexibility, i.e.,
number of minutes of airtime,
thus resulting in a limited
number of permutations. By
adding together all of the
possible options of a plan, in all
plans considered separately, the
total number of  plan
permutations available to new
subscribers can be calculated.
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Mobile switch
center (MSC)

Is a sophisticated
telecommunications switch
within a cellular network
architecture which manages and
handles circuit-switched calling
and transmissions between base
stations and mobile users.
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Mobile virtual
network
operator
(MVNO)

Is a mobile service provider who
establishes arrangements with
existing mobile service
operator(s) to resell, pre-
packaged or repacked mobile
wireless service plans. The
MVNO handles its own
customer care, billing,
marketing, and branding.
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Mobile voice

A wireless communications
service providing access to the
PSTN over radio frequencies
which allow direct-dial
communications to be
established.
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Mobile-
Network
Operator

A company that owns and
operates one or more mobile
networks.
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Modem

Is short for Modulator and
Demodulator. This is a device
that enables the transfer of
analogue/digital signals to and
from one computer device to
another.
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Multi-cloud

A multi-cloud is the use and
management of multiple cloud
computing services. While it can
refer to any implementation of
multiple platforms as a service
(PaaS) offering, today, it
generally refers to a mix of
infrastructure as a service (laaS)
environment.  Multi  cloud
deployments generally occur
when businesses wish to be
avoid being locked into a
particular vendor’s offerings or
have redundant clouds on
different providers. They can
also be used when a business
wants to take advantage of a
more price-competitive services
or the speed, capacity or features
of a provider in a particular
location.
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Multicore
processors

Are single processors that
incorporate  more than one
processor core. Each core
includes the functional elements
required to enable it to execute
instructions independently of
the other cores.
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Multimedia

A wireless messaging service
that adds images, text, audio
clips and video clips to SMS
(Short Message Service/text
messaging).
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Multimedia
Messaging
Service
(MMS)

A wireless messaging service
that adds images, text, audio
clips and video clips to SMS
(Short Message Service/text
messaging).
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Multiplexing

Is a division of a transmission
facility into two or more
channels either by splitting the
frequency band transmitted by
the channel into narrower bands,
each of which is wused to
constitute a distinct channel
(frequency division
multiplexing), or by allotting
this common channel to several
different information channels,
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one at a time (time division
multiplexing).

Multithreading

Is concurrent processing of more
than one message (or similar
service  request) by an
application program.
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Narrowband

On a point-to-point data access
link, two-way capabilities with
speed in either direction not
exceeding 128 Kbps. See also
bandwidth, broadband,
wideband, high-speed internet,
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National Cyber
Security
Center of
Kuwait
(NCSC-KW)

A government center within
Communication and
Information Technology
Regulatory Authority -CITRA
that is responsible of all national
cyber security activities in the
State of Kuwait. The center
works with government
agencies and private sector to
monitor Kuwait’s networks for
cyber security threats, collect
and disseminate threat
intelligence, and support the
national cyber security response.
NCSC-KW  other functions
include standardization of the
national cyber security,
evaluation and classification of
cyber security industry, ICT
systems and services.
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Near Field
Communicatin
g (NFC)

A wireless technology that
enables a variety of contactless
and proximity-based
applications, such as payments,
information retrieval, mobile
marketing and device pairing. It
has an operating range of 10 cm
or less using the 13.56MHz
frequency band.
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Network
Access Control
(NAC)

Process adds policies to the
network for controlling access
by devices and users. Policies
may be based on device and/or
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user authentication and the
status of endpoint configuration.
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Network
access line

A wireline connection from a
customer location to the PSTN
which includes: i) a telephone
number, ii) a connection to the
PSTN and iii) access from the
customer location to the service
providers office. NAS is used
for voice connections as well as
PSTN-switched data services.
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Network

Access  Point

(NAP)

The point from which an
Internet service provider (ISP)
drops down its lines and
establishes a peering
arrangement to provide Internet
connectivity to customers.
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Network

access service

(NAS)

A connection or line that
provides subscribers with access
to the PSTN (public switched
telephone network), including
voice connections as well as
PSTN-switched data services.
NAS are a subset of all network
access lines, and usually come in
the form of twisted copper wire
pairs. Each twisted copper pair
counts as a single NAS and as a
single network access line. To
account for all data lines, it is
necessary to take a superset of
NAS, adding in nonNAS access
lines.
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Network as a

service
(NaaS)

Network as a service (NaaS) is a
business model that can deliver
network services virtually on a
subscription basis for small to
medium businesses. In a NaaS
model, the cloud provider
manages the customers’
network through a portal rather
than through network
management tools and
associated hardware. The cloud
provider can handle tasks such
as configuring routers and
protocols, firewalls, security and
so on. NaaS also reduces the
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amount of time client staff need
to maintain the network, as well
as the level of training they
require. With NaaS, the network
becomes a utility for the client —
which makes it popular with
cost-conscious small to medium
businesses.
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Network layer

Layer three in the OSI reference
model. The network layer
performs network routing and
forwarding, flow  control,
segmentation/desegmentation,
and error control functions,
cobbling various data links
together so as to enable data to
be delivered between any two
nodes on the interconnected data
links. IP is an example of a
network layer protocol.
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Network
Operating
Centers (NOC)

A network operations center
(NOC) commonly serves as a
hub  for coordinating the
operational management of
domestic incidents, as well as
situational awareness. A NOC is
a standing interagency
organization that operates on a
2417 basis,  fusing law
enforcement, national
intelligence, emergency
response, and private-sector
reporting. A NOC commonly
facilitates  national  security
information-  sharing  and
operational coordination among
(international) ~ public  and
private sector
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Network
segment

A network link connecting two
interfaces, regardless as to
whether the two interfaces
interconnect switching
equipment, transmission
equipment, terminal equipment,
or other facilities, and regardless
as to whether the network link is
achieved through a physical
medium, through radio
frequencies, or otherwise.
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Network
topology

Describes the physical and
logical relationship of nodes in a
network, the schematic
arrangement of the links and
nodes, or some hybrid
combination thereof.

Sin] A, ol A Can
bl i il ) 308N 4 Jea sl
Llide g je ol Juasll aic 5 dal g5l

JOVER

Next
Generation
Networks

These are packet-based
networks in which service-
related functions are
independent from underlying
transport related technologies.
They are able to provide
telecommunication services and
make use of multiple broadband
transport technologies
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Non-
Repudiation

The ability to prevent a sender
from denying later that he or she
sent a message or performed an
action. Protection from denial
by one of the entities involved in
a communication of having
participated in all or part of the
communication. A process by
which the sender of a message
cannot deny having sent the
message.
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Off-net
(mobile)

Not served, or not able to be
served, using a given service
provider's facilities. A call
originating (or terminating) off-
net has  originated  (or
terminated), not on the network
managed directly by the
subscriber's service provider,
but on another service provider's
network. The latter provider
usually bills the former provider
for roaming or for service resale
on a wholesale basis; the
subscriber's provider, in turn,
usually bills the end user on a
retail basis.
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On-net

Served, or able to be served,
using a given service provider's
facilities. A call originating (or
terminating) on-net has
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originated (or terminated) on the
subscriber's service provider's
managed network. See also off-
net.
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On-net
building

A building containing switching
equipment and/or an access
interface allowing
interconnection with a given
service provider's network.
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Open data

Is information or content made
freely available to use and
redistribute, subject only to the
requirement to attribute it to the
source.
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Open moabile
alliance

An industry open-standards
forum set up to facilitate global
user adoption of mobile data
services by ensuring service
interoperability across devices,
geographies, service providers,
operators and networks.
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Open source

Describes software that comes
with permission to use, copy and
distribute, either as is or with
modifications, and that may be
offered either free or with a
charge. The source code must be
made available.
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Operating
System (OS)

Software that, after being loaded
into the computer by an initial
boot program, manages a
computer's resources,
controlling the flow of
information into and from a
main processor.
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Optical fibre

Also referred to as fibre, the
medium and technology
associated with the transmission
of information as light pulses
guided over a filament of
transparent dielectric material,
usually glass or plastic. An
optical fibre usually has a
cylindrical core surrounded by,
and in intimate contact with, a
cladding of similar geometry
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Originating
Call

A call initiated by a subscriber.
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Originating
minute

One billed minute of
conversation time on a call
initiated by a subscriber.
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Overage

Additional units, such as
gigabytes, or the cost of these
additional units, which exceed a
traffic cap.
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Owned facility

A physical telecommunications
facility owned by a supplier
who, when providing a
telecommunications service
using that facility, is known as a
facilities-based provider of that
service. See also leased facility
and resale.
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Packet

A unit of data formatted for
transmission on a network. Data
is broken up into packets for
sending over a packet switching
network. Each packet has a
header containing its source and
destination, a block of data
content, and an error-checking
code. All the data packets
related to a message may not
take the same route to get to their
destination; they are
reassembled once they have
arrived.
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Packet
switching

A technique in which a message
is broken into smaller units
called packets, which may be
individually  addressed and
routed through the network,
possibly using several different
routes. The receiving-end node
ascertains that all packets are
received and in the proper
sequence before forwarding the
complete message to the
addressee.
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Paging

Service that allows transmitting
a signal via radio from any
telephone in the PSTN to a
personal, portable receiving
device in a defined operating
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area. More  sophisticated
systems provide audible or
visual display messages.
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Parallel
processing

The solution of a single problem
across more than one processor.
Little parallel processing is done
today outside of research
laboratories, because it is
difficult to decompose tasks into
independent parts, and the
compiler technology does not
yet exist that will extensively
parallelize applications code.
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Password

Confidential authentication
information usually composed
of a string of characters.
Referring to a user-entered
password string: is understood
to be the assigned security key,
which the mobile user shares
with his home domain. This user
password and derived user
shared secret shall be applied for
the purpose of user
authentication.
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Payment
service
provider

With credit card payments, a
payment  service  provider
technologically connects the
public agency with the acquirer
and processes the individual
transactions.
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Payphone

A public telecommunications
terminal which provides coin- or
card- based billing on a per-
transaction basis, Examples of
payphone- provided services
include PSTN telephony, PSTN
data jack, PSTN fax, Internet
Web, Internet e-mail, and SMS
services; voice payphones,
however, must provide direct-
dial PSTN services, either via a
voice handset or via a jack
permitting data services to be
dialed over PSTN lines.
Payphones are located indoors,
outdoors, or in transportation
vehicles such as airplanes and
trains, where each location type
includes semi-public phones
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available on a restricted basis
owing to their location, for
example payphones on private
premises such as restaurants.
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Peering

A settlement-free exchange of
routing announcements between
two Internet service providers
for the purpose of ensuring that
traffic from the first can reach
customers of the second, and
vice versa.
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Peer-to-Peer
(P2P)

A style of networking in which
computers communicate
directly with one another rather
than routing traffic through
managed central servers and
networks.
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Personal
Identification
Number (PIN)

A secret number, known only by
the user which allows access to,
for example, a bank cash
machine or security system.
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Personal cloud

A personal cloud is a server in
either a home or a small business
network that can be accessed via
the internet. They are typically
used to store personal images or
video for sharing with friends
and family, who can stream
these media from any internet-
connected personal computer or
mobile device. Personal clouds
function similarly to a private
cloud installation in a business;
the key difference is that they
are much simpler to set up and
operate for the average user.
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Personal

Communicatio
ns Service

(PCS)

A broad service description for
communications protocols using
radio frequencies in the 1900
MHz frequency band to provide
mobile telecom services,
including interoperability with
the wireline PSTN (public
switched telephone network).
The PCS service description
often refers to the 1800 MHz
frequency band.
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Platform as a

Service (PaaS)

Offering, usually depicted in all-
cloud diagrams between the
SaaS layer above it and the laaS
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layer below, is a broad
collection of  application
infrastructure (middleware)

services (including application
platform, integration, business
process  management  and
database services). However,
the hype surrounding the PaaS
concept is focused mainly on
application PaaS (aPaaS) as the
representative of the whole
category.
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PointtoPoint ~ Describes a circuit that connects | jilue JS&y (il Jay 3 5 il Caal dhsy ) ddads e
two points directly, where there | a2 ;aday s dadlas 358 aa 3 Y Lo gac
are generally no intermediate | syaxie Sl s 38 e 3 sa g AuilS)
processing nodes, although there L)
could be switching facilities. '
Postpaid A service for which a significant | clesdll (e S ¢ 3 Led aday daxd Ja) adall daxa
service portion of services and usage are | ¢Mgiul axy Al claladiny)
paid in arrears, subsequent to cleadl)
consuming the services.
Predictive describes any approach to data o i) ) ALY aiie gl d\u.m.a 35 5l kAl
analytics mining with four attributes: sombee @l ol 1Y)
1) An emphasis on preqlic'gion o Caasll (e 314_.,) uill e asls 1
(rather  than  description, () sf ol
cIaSS|f|cat_|on or clustgrlng). ALY T oLl iy a s Jilas (2
2) Raplo_l analysis Clilee b Gohaai el oL e 3@)
measured in hours or N PR
days (rather than the (Sl A o
stereotypical months & Je ¥l deela vjﬁ 2,8 [€
of traditional data Shlal e 8 ke Cugl) dadlll issYl
mining). (Al s e
3) An emphasis on the Usgn Gle S50 () (4
business relevance of the dalie o) Jamy ag aladin)
resulting insights (no ivory el aadiid
tower analyses). )
4) (Increasingly) An emphasis
on ease of use, thus making the
tools accessible to business
users.
Prepaid service A service for which a significant | ¢y 5 ¢ 3 Jilie Bue Ll aday dexs Ganall adall daxa

portion of services and usage are
paid in advance, prior to
consuming the services. Prepaid
service is especially prominent
in mobile voice
communications, where a
subscriber prepays for a set
amount of airtime in advance of
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subscriber is defined as, at any
given point in time, a subscriber
who originated and/or received
at least one mobile voice call
using prepaid airtime at any time
during the three preceding
months, independently of the
specific charge associated with
that call or calls.
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Privacy

1. The right of individuals to
control or influence what
information related to them may
be collected and stored and by
whom and to whom that
information may be disclosed.
Note — Because this term relates
to the right of individuals, it
cannot be very precise

and its use should be avoided
except as a motivation for
requiring security.

2. A mode of communication in
which only the explicitly
enabled parties can interpret the
communication. This is
typically achieved by encryption
and shared key(s) for the cipher.
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Private Branch A

Exchange
(PBX)

private voice-
communications-capable
switching facility located in an
end-user organization's
premises which provides on-
premises connection between
terminals connected to it
including dial service, and may
provide connections to between
those terminals and other
communications networks,
including the PSTN
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Private cloud

Is a form of cloud computing
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computing that is used by only one | ks gialaic lgarding Sl dyladll
organization, or that ensures that | Ll o sl M) el )
an organization is completely A e
isolated from others.

Private key The confidential half of the | e ol z5) ol aaill wala Uik

asymmetric key pair used in
public-key cryptography.
Unlike the "secret key" used in
symmetric-key cryptography —
a single key known by both the

cladl edl aadiag Al il
"ol U GSe sas alal
Y Jilad) Fldd) yaddl aadiiall
Lal Jatasall 5 Jas pall 4d yoy 2a) 5 ~Lika

ALl Y 4d yay Sl (alal) ~ Ll

| 86 |

ICT Terms and Definitions

ayuanyl 9 Gl )JMM 6\_\_*34 Q’»_i’ﬁ)z_"\/a Glallhing

sle i ca ) Cagia




sender and the receiver — a
private key is known only by the
recipient.

Private line

Any network segment, including
a network access line, delivered
as a clear communications path
which  provides its  full
bandwidth for the user's service,
and on which no control or
signaling is performed. A
private line may be provisioned
as a terrestrial private line,
including fibre, copper,
microwave, and other non-
satellite materials, or it may be
provisioned as a satellite private
line, in which case the point-to-
point link is defined by the two
terrestrial points which connect
the line, making the satellite
portion internal to the network
segment.
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Privilege

An attribute or  property
assigned to an entity by an
authority.
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Protocol

A set of formal rules and
specifications describing how
functional units should interact,
especially within a network. For
example, a data link protocol is
the specification of methods
whereby data communications
over a data link are performed in
terms of the transmission mode,
control procedures, and
recovery procedures.
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Provider name

The registered name of a legal
entity contracted to act as a
service provider.
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Proxy

A proxy is a computer in a
network  which temporarily
stores data downloaded from the
Internet. Proxies are used for
performance reasons or in order
to improve IT security.
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Proxy Server

Devices that process and filter
all Internet Protocol (IP) packets
that are directed to them and
decide which protocols and
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services can be served out of
their caches.

PSTN  data
jack

An RJ-11 interface on a
payphone or other terminal for
connecting a modem in order to
establish a data link through the
PSTN

5l oo see caila e 11- ol deals
eIy o3 50 Jana 5l (s AT 48 sl ddans
YLV Ad DA e il Loy

sl i)

alad) Al iYLty

Public Access
Mobile Radio
(PAMR)

Public Access Mobile Radio
(PAMR) refers to commercial
service using trunking
techniques in which multiple
groups of users can set up their
closed systems within a shared
public network. PAMR is
designed primarily for those
who cannot build their own
network or lack the expertise to
operate one. In PAMR 'network
operators' enable users to freely
use the network already set up
by subscribing to it. PAMR
users range from public safety
agencies, private security or
transport to  utilities and
construction firms.
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Public  cloud
computing

A style of computing where
scalable and elastic IT-enabled
capabilities are provided as a
service to external customers
using Internet technologies—
i.e., public cloud computing
uses cloud computing
technologies to support
customers that are external to
the provider's organization.
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Public Key

The public half of the
asymmetric key pair used in
public-key cryptography
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Public  Key
Infrastructure
(PKI)

The comprehensive system that
manages keys and certificates
for an organization, allowing
encryption features to be used
with a wide variety of
applications. In order to be
effective, a PKI must be usable,
automatic and transparent; users
should be able to use encryption
and digital signatures in the
absence of extensive
knowledge.
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Public network Network

established  and
operated by a
telecommunications provider or
recognized private company, for
specific purpose of providing
data transmission services for
the public. Data must be
encrypted during transmission
over public networks as hackers
easily and commonly intercept,
modify, and/or divert data while
in transit. Examples of public
networks in scope of PCI DSS
include the Internet, GPRS, and
GSM.
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Public
Switched
Telephone
Network.
(PSTN)

The  worldwide  set of
interconnected switched voice
telephone networks that deliver
fixed telephone services to the
general public and are usually
accessed by telephones, key
telephone  systems, private
branch exchange trunks, and
certain data  arrangements,
transmitting voice, other audio,
video, and data signals.
Completion of a PSTN circuit
between the call originator and
the call receiver requires
network signaling in the form of
either dial pulses or
multifrequency  tones. The
PSTN includes local loops;
short-haul  trunks; long-haul
trunks, including international
links; exchanges; and switching
technology
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Public-Key
Certificate

The public key of a user,
together with some other
information, rendered
unforgeable by encipherment
with the private key of the
certification authority which
issued it. Values that represent
an owner's public key (and other
optional information) as verified
and signed by a trusted authority
in an unforgeable format. A
binding between an entity's
public key and one or more
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attributes relating to its identity,
also known as a digital
certificate.

Push
Technology

A process that allows a user to
obtain automatic delivery of
specified information from the
Internet to the user's computer—
for example, stock market
guotes, weather forecasts, and
sports scores. Software that
automates the delivery of
information to users too relates
to Push Technology. In contrast,
the Web is a "pull" environment
that requires a user to seek
information. In a "push”
environment, information is sent
to a person proactively, through
a Web browser, email, or even
voice mail or a pager. In
business, push technology can
be used for the conveyance of
time-sensitive information.
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Quality

Service

(Qos)

of A negotiated contract between a

user and a network provider that
renders some degree of reliable
capacity in the shared network.
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Quantum
computer

Uses atomic quantum states to
effect computation. Data is held
qubits (quantum bits), which
have the ability to hold all
possible states simultaneously.
This  property, known as
""superposition,” gives quantum
computers the ability to operate
exponentially ~ faster  than
conventional computers as word
length is increased
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Quick
Response

High-density, two-dimensional
bar codes that are readable by
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Codes (QR mobile phones and computer
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Codes) cameras with the correct code. rmaall
Radio A general term applied to the | <ila s plasiul Je g ale mllias )
use of radio waves. s
Radio Waves Electromagnetic waves of il il dpunlaling g Sl Sla gall s sl s e
or Hertzian frequencies arbitrarily (&8 8ditia ¢ Jia Lasa 3000 (e B o Sl e
Waves lower than 3 000 GHz, =l dila (550 sladll
propagated in space without
artificial guide.
Radiocommun Telecommunication by means | . sl Cla s ik oo <L) 4L cYLay)
ication of radio waves.
Radio A system of radio tagging that | &y Gl 85 (550l a5 allad sl Sl s iy iy jail)
Frequency provides identification data | aill ALE (< s aludly adlial
Identification ~ for goods in order to make | e3¢ Axiadl S A Cpaid ale
(RFID) them traceable. Typically | aluy ailay au A0lSa) b gl Ayl
used by manufacturers to | 3¢l 8 A dslall e Gl Jia
make goods such as clothing | 4 &) caliadl  ay yil) ye 1) il
items  traceable  without
having to read bar code data
for individual items.
Random Random Access Memory or | ) sl Jsasgll 5,80 il Al sdall Jgua gl 5 813
Access RAM refers to the space to | & Al Ul cpiad Aabus
Memory store data in mobile devices or | casulall 5 3eal 5 Al seadl 3 562!
(RAM) tablets or a laptop or a desktop | i ¢l sesall o gulall 3 el o cdoa 5l
computer. RAM is small and | s sl 5,810 aad | Sl gulal)
is stored in microchips and it | z1 8 8 G355 Bsea S sdall
can’t store permanent data, | ¢deils Clly (p3a3 LgiSa ¥ 5 3 jua
but it gives applications a | cpiddl USe cliphill =i sl
place to store and access data | sl (bul e L) J g sll 5 bl
on a short-term basis. sl
Redundancy  Provision of duplicate, backup | s blsis) fus Cilaza o Tad 5, s 53 (hbial
equipment or links that | Claall dadass sl e o g8 da 50 3
immediately take over the ad g Al Jall gl
function of equipment or
transmission lines that fail.
Redundant A method of mirroring or | Jle lLawys bl mu a4k Gal Y1 2ol 44 ioas
Array of striping data on clusters of | <3 (el BV CiS jae (1o Cile sane sl
Intendent low-end disk drives; data is | (e cllall s ol g daddiall 4l
Disks (RAID)  copied onto multiple drives | e Jswanll saaxia Gl g S jaa

for faster throughput, error
correction, fault tolerance and

Daadl YA o i gl o gie G g
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improved mean time between
failures.

Remote Provide the ability to deliver | Adxiall Cllull Jua 5 e 3508l ji 6 am ge papddil) il
Diagnostic onboard vehicle-related | ) LS el ddlaiall 33520l ¢laYL
Technologies ~ performance and quality data | Gsesd (i sas s 38 sall 48 yall gukas
to a central monitoring | Afsisdl Glelas)y el el
application for the purpose of el sl g duuaigll
improving parts performance
and reliability insights for
engineering and  product
development.
Remote Remote Access Trojan is a | o= dsasliaalssh ghas Gugyd oy Jsaslisal gk has
Access particularly sophisticated kind | (= gals JS& 155kie &5 aa 2 e
Trojan of cyber-attack where hackers | sl a s Cua 40 o) Claagl)
(RAT) decipher a user’s permissions | dbals axiudl il i oy
and infect a computer or a | el aSaill ASual) i 53 snaSll Slea
network to gain absolute | . 3 dalel) Cilagladll g i) 4
control over data and other | clas (g (& (outd )l gl Jiay
important information. The | 4Sa 4 (8 30 e Jsall 33155k
main challenge with RAT is | Jsall sl cileliall  lai Al g
that it can easily sidestep | o5 las Apulun SV Closleall )
strong defenses and gain | Aall 5 jieneSll Slea eexi )
access to the most sensitive Jalsll
information, completely
destroying a computer or a
network.
Repudiation ~ Denial by one of the entities | 4S jLiall CULSY aaf (e S 5 (iad BN
involved in a communication e gbad) & e Jlail B
of having participated in all or Juail (e s a5l IS A AS Ll
part of the communication. An
entity involved in a
communication exchange
subsequently denies the fact.
Requestblock A request to block access to | <l (s gisa ) A&l Caa bl ga caa b
internet content categorized | . Ushaall (5 sisall Gl e Caiias
under  prohibited  content
categories.
Resale The subsequent sale or lease | bl Ao G audl 5 palil ) sale

on a commercial basis, with or
without adding value, of a
distinct telecommunications
service or distinct
telecommunications facilities
provided by a supplier on a
wholesale  basis. Under
sustainably competitive

e psm) Als) oy 5l ae gl
Gile o e aYlall deaa
il a0 Lo jdg b adia YLl
Cag ok Jh b Alealls ) Gl e
Al Gl i) dudlill (3 sud)
4Bl e gl adledd s Jglay S
Aleall 4S5 ¢ la iy DB adi jo jru
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market conditions, the reseller
attempts to price its services or
facilities high enough to
recover its wholesale cost, but
low enough to remain
competitive with facilities-
based service providers in the
same market. A distinct
telecommunications  service
or facility is bounded
horizontally by OSI network
layers and vertically by
market segments: value added
beyond these boundaries is
defined as creating a new
service, not reselling an
existing service or facility.
Where a service provider
leases a clear-channel trunk
and provides its own ATM
and IP routers to sell Internet
transit on that trunk, for
example, no resale may be
said to have occurred, since
the leasing of raw material -
(clear-channel trunk) occurs at
a different network layer than
the ATM (data link) or IP
(network) services, and since
the clear-channel private line
is not itself resold to another
entity. A company which
provides a service on a resale
basis is a reseller of that
service, but the same company
may also be a facilities-based
provider or wholesaler of
other services: a company
may therefore be described as
a reseller only about a given
service.

Gsie g Agedlill e ddailall
G 8 33pall Luil] sl cleaal
S MRS TRNC
ASus layay Las) Taaas juate ciVlas)
da gl el e Sl eyl
Gondl el Cn Gagae Tapaaty
oda jglaii Al ddliadll dasll (b gadg
Ouls Buan Aead el Lely sl
Ladie 5 Jia (38 e 5l dadd a Bale)
Clishe e ol Aaaall 2550 aling
S LY S5 Sl s
a4 alal el ) Jail) sl
OS2 s il 13 e s Y15 5
Alee o aly QB Jus e Jsdl
Al sall uals G 15k caa 8w Bale
Gadng (Chsdall e sUEl &l y3) - HLA))
Jaill Gglad e dalidg 4S5 dada 8
IS 550 5h (ilal) Al ) el 500
e sl el i o 5 (ASuall) Y
AT LS ) aald sy Ly Y gl
Glo et A Al AS,AN ey
V) deaall 5 iy o ) sale) (o
Ak 2g0e sSE B ASLEN ads
Gloadl dles &l ol 381 50 o aaing
GOS8 Caay Hsay 135 15 A

Ao Loaal i S

Response time

The time period between a
terminal operator's
completion of an inquiry and
the receipt of a response

daad) Jitie alai) (o a3l 5l FERC I
RIS WE I TR E AT
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Retail

Provision of a
telecommunications  service

A VLS dadd ol (38 50 b 53 L5l aad)

el Bl alasid lld b Ley gl

or facility for end use, LSl

including  trunking  and

backbone use.
Retail intemet All Internet service (IS) | <y i my) aad Gyl awa (e i YD Sl )
revenues revenues, independent of | Ji Al @8 ally Ac ) Jaxa 44 jaal)

speed and the facilities over | @laxa ay Jalny lede Sleadll

which the services are carried. | ¥ JEdl Juw e & il s iy

Retail IS includes, but is not | &l <u iyl Glexd aes  paall

limited to, all IS that permit | Jiweaty ciladdll oda eddiual mass

the users of those services to | cu iyl (e Gloglaa Jais i/

upload and/or download | vl Jie Skl aladtul

information from the Internet | 4 a3l <o 5V Gleady | 5 5SIY)

and to use applications such as | 4l Glipkill  Gled euals

electronic mail. Retail 1S | dedy cull ddlainl Jia < iyl

including  Internet;  based | daall yau Gl e dasiall i yuy)

application services such as | ai il cp AY) i Y1 Aadl (g5 3l

web hosting and Internet | o} LS | ouiledll el Leay 3ale)

service provided on a | dalb cuuy) Gl (g3 ug )

wholesale basis to other ISPs, | il dslad) LY 3850 J)

which in turn are resold to | ¥ ol (paadiuall i i) cilara

their end-user customers. The | & jaally < ) dead] aw ey ey

provision to ISPs of access to <l V) alas ja jal

underlying

telecommunication facilities

to provide IS to end-users is

not considered a Retail

Internet  Service for the

purpose of the contribution

regime
Retail paging A wireless and/or satellite- | gens celia jad /5 ASLLY daad o il i)
revenues. based service that permits a | duslal Jis ) Jla) 5/ 5 Jhind Jaaall 45 3l

customer to receive and/or | . JiSI sl sl 53 5 aliva (ya oladyl

send uni-directional messages | sl 4adlh all e (aual

from one or more individual | »=sll ¥ QU duw e i 5l

receivers.  Retail paging | sl Gsally pailly sl

service also may contain, but il

is not limited to, voice, text,

audio, video and data.
Roaming A service offered by mobile | <lSub sladia o i g 4 e 3 ke Jl sl

communications network
operators which allows a
subscriber to use her or his
terminal while in the service
area of another service

By JEN gl Yl
48l danall aladiin) 401Sa) o yidall
daad ddlaie d saal g oL 4 Aaldll
S sdles Al Lk 2ge dald
P8 R N R PR DI P S A |
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provider. Usually measured
by minute or by message,
roaming normally involves at
least two charges, an end-user
retail charge paid by the end-
user to a service provider, and
an intercarrier retail charge
paid from one service provider
to another for network use.

S el 8 Jl gl dend (5 ki
Lot 5 «JIY) e o pms sl (1 (e 53 e
axdyy Sleil) axiiunall 458 s o)
ot 3 Aaddll 35 3 ) ilgdl) aadisdl)
gy giad) QU 4S80 2503 ey
alasial Jiliae JaT a5 3e ()l dedd 25 3

Robotics

A branch of engineering that
involves the  conception,
design, manufacture, and
operation of robots which is a
mechanical ~ device  that
performs a variety of often
complex human tasks on
command or through
advanced programming.

e Jaidy il ¢ 58 (e g A s 535 )

d?—?} &bal g aranal g o gedall g
el e ke say i)l
(e e 5iie Ao gana 28T o 68 40100
e S (B BaEaall 4 dil) Ll
A e sl als¥) e el Y

3 shiie daa

Router

A computer or  other
functional unit used as an
interface between two or more
network segments at layer
three of the OSI reference
model, routing traffic through
these segments in such a way
as to promote its arrival at the
destination to which it was
addressed. An Internet router
accomplishes this by reading
the network layer address of
each packet transmitted to it,
making an algorithm-based
decision about the next
network segment hop which
must be taken by each packet,
and treating the packet
accordingly.

oA Ak sy 5 i
O SS) ) el (g dgal S aadi
Oe A dikll e <l clelsd
s i o dany Cua da giddll
esﬁq)hu\.c\_kﬂ\ ol ye 4S )
Leiallae Caai Al dga ) ) Led gy
(Jish) dasal mhiws  ledaY
Giob oo degall o Slad) i yuY)
daja JO A dada Gl gie Bl
Sle sl JA Ml lell Ju)
Al g lad 3aic (a peady d0e )l 58
daja JS Ladas o casy s Al

A 5 A ) Aalaa o e

il
(4>)

Satellite

A microwave  receiver,
repeater, and regenerator in
orbit above Earth. A satellite
link is a microwave link using

M ey ey s ) Slea el e luall LY

waY) B e A asase L)
L) oo 3 (pelia Jdd L,

(‘;:;\.L.al\
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a satellite to receive, amplify,
and retransmit signals to
another location; network
segments, including private
lines, may be delivered in this
manner. A point-to-point
satellite link is defined as a
network segment connecting
two terrestrial points, where
the satellite portion s
considered internal to the
network segment.

dale) s Leaduziy ol LAY JLaiuy
22 aadil (Say 5 HAT o 5e ) Lellas )
Al b Loy ASp2l) pUsi Ly 5 33y bl
Ladl Goedy Al Lghall
b sliels dhads ) ddadi e daa )Y
Ofna ) (pilas G Jay py A4S0 p L
L;"B‘ dala g—‘-'d‘)\j‘ el ey dua

A g Uad

Satellite A space system using one or | aals elia jad adiiuy Jlad ol Leluall LYl
system more artificial earth satellites Apeluall Yl (e SIS
Satellite A satellite system or a part of | a8 alai (e ¢ 3o 5l celia yad ks Leliall jlaY) i<l
network a satellite system, consisting Lid dal g jed e S0 elia

of only one satellite and the A0l A Y1 cldaadl

cooperating earth stations.
Satellite An entity that leverages | s ¥ &bl Al Jaiw LS =Y Cull Jadia
broadcasting ~ satellite  infrastructure  to | ceaalidl ) duis 38l <l 68 Jla )Y
operator transmit TV channels to ) ket alaxs

viewers as a main business

Satellite Phone
(satphone)

Handheld device that uses
satellite infrastructure to effect
wireless voice and SMS
communications without the
use of a terrestrial
infrastructure.

idisa OYlall ¢l aly i)y
Osx ASLWY dila) Jlals 4Sly
Al Al 4y aladil

deliall HladYU Jary Caila

Scanner

A device that resolves a two-
dimensional object, such as a
business document, into a
stream of bits by raster
scanning and quantization.

Aad) A v Jisad Ao Jany e
Clidl e dis ) dae aiie Jie
G anill s hE csall Aol g

Slas

nal) el

Screen sharing

Similar to application sharing,
but not all parties can update
the document simultaneously.

S VoAl V) Gkl AS L 4
JSGy 4R, Cwasd QLY sl
Ll yia

2303 A8 e

Search engine

A large, searchable index of
Web pages that is
automatically updated by
spiders or Web crawlers and
housed on a central server
connected to the Internet.
Examples include Yahoo and
AltaVista.

Candl ey sl il € s
sl aSUiad) Al gy UL 4pan 2y g 4
O Sinll g b Ciny & e el
Jaii & ae e ALY, e juyl

ALPF Rk PRPPNE

k—\}.\&b .‘Aﬂ‘)A.A

Secret key

In this cryptography method
(also known as symmetric-key

Ay yrall5) o2a jpadall 48 )l s e
ying ¢(Jilaial) lidall i anly Ul

&l il
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cryptography), the single key
needed to encrypt and decrypt
messages is a shared secret
between the communicating
parties.

e (g glihe b i I s
Alaidl Gl o

Security Audit A systematic analysis of all (oY) i e qanl oagia Jilas (Y sl
security components Jsladl g ailulan 5 cadle pailall
including people, policies, | s Leasius Il Jilusll 5 pulail
solutions and tools that used Gl Cangy s el (il A3
by any institution to secure its | «isie¥) Clulaalls ol Y1 a1 Y
environment.  Furthermore, | 4 sall (s2a 5 yhalaall (5 gina anii g
security audit aims to monitor | A sl 5 sl 5 dsedaiill 5 ) gall G
compliance  with  security
policies, assess the level of
risk and the balance between
resources including
organizational, technical and
human resources.
Security A security baseline describes | il uplial el Galul) ad Caiay oY) bl s
Baseline the measures that should be | s siwe 3 ) Jpeasll LS g
implemented to reach a ana ol
specific  minimum-security
level.
Security Security management | Lliall s cLasy de 330 daisV) aes BMEPIN
Management ~ comprises all activities to | pUall dia¥) il elgily e
establish, maintain  and | 3, ;& Lol b Al Gile g gall
terminate the security aspects | «<¥) il € 5 cduiall cileadl)
of a system. Topics covered | giliall s by gell oLi) couiilaall 5 )]
are: management of security | ) Ly Jsall A aSaill Slasglaas
services; installation  of | &Yl daaljdl B8N 5y el
security mechanisms; key Ayl Y8 seal
management  (management
part);  establishment  of
identities, keys, access control
information, etc.;
management of security audit
trail and security alarms.
Securitypolicy Set of laws, rules, and | xlslls ol e Ac gene ¥ Al
practices that regulate how an | 3l 5 adati 4,88 alaws il il jlaall
organization manages, Assbuall Glasleall a5 555 dlas 5
protects, and  distributes
sensitive information.
Sensor A device, such as a | &fsas S LR Je ja oo 3lke Dbl

photoelectric cell, that
receives and responds to a
signal or stimulus.

P RURTPS. R PO W g

ICT Terms and Definitions | 97 | <Ylai¥ls il slaall 4085 Cldy joi 5 Clallaias

sle i ca ) Cagia




Server 1) A host computer on a | Juwy iSd e Cauas SignaS (1 PRIEN
network that sends stored | sl <Lkl dlaiu) 2jae Cilasbes
information in response to | alal) mlhias o LS (2 & jludiny)
requests or queries. b ) mali ) () 3 LS aadty
2) The term server is also Dlaslaall g5 dlec
used to refer to the software
that makes the process of
serving information possible.
Service The most precise civic address | il adsell 48 JSY) Jaall () sial) daadl) ol gie
address of the site at which a given | 4 alus sf Lo Ll (38 ye 4al) i
telecommunications  facility | Zesdl 2550 ddanl s SYLal deds
terminates or at which Bl dlact Adads e Hlaill (kg
telecommunications service is
delivered by the service
provider, regardless of the
point of billing.
Servicecharge A one-time charge billed to an | saaiue e 8aal 5 8 0 caudiald o s ) daxdll o g
end user for installation, | sfdasha a)3) o dila) o cudil il
addition, or removal of lines, | sl Sladlal sf Jua 55 T 5 ilans
equipment, services, premise | sl daeall jie Jals o) g Lo Cilea
wiring, repairs, or Aala
maintenance services,
whether on or off the
customer's premises.
Servicedesk A help desk that is equipped | 20l salb 353a5 e daclue i Aeadll CoiSa
with the resources for | iexdll cillh ae Jalaill 4330
resolving service requests and | 43 Jiea mriay g¢8 DOISGe lallSa g
problem calls. It gives the | ol 3,8 el arsiudll i oDleall
customer service | <liSiuly Al acall JSLie Gapdds
representative or end user the | sl s Juxd JS& Leadla) 5 L sUaiY)
ability to efficiently diagnose, i lgle 5l
troubleshoot and  correct
technical-support ~ problems,
rather than being a "pass
through."
Service Any private person or legal | ¢i Jis 558 LS 5 gole (i 4axdll 3550
provider entity who provides any | sl A1 pads g ) aylail il
telecommunications service to Jiliay AT G5l oS
any other private person or
legal entity for compensation
Service Level A service-level agreement | (SLA) dexdll (s give 48&) daad Aeaad) (5 sl 48L55)
Agreement (SLA) sets the expectations | dueally deddll adie (pn Olad gl
(SLA) between the service provider | aiws ) Gleadll 5 cilatiall Caa

and the customer and
describes the products or
services to be delivered, the

JSLEAT 320 ) Jlaiyl 4.&3.\‘5 Lgaads

%) eﬁg&m L}u.ulﬁad‘} 3 ‘;ﬂ.@_\]\ ew\
Jaaldiel L@;ﬁ\f Mla:d\ :\,.J\.sd L@J)A
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single point of contact for end-
user problems, and the metrics
by which the effectiveness of
the process is monitored and
approved.

Serverless
computing

Serverless computing is a
cloud computing service in
which customers pay per
executed function, rather than
for the usage of a full server or
virtual machine portion of a
server. Since computer servers
rarely operate at a 100% load
and many are periodically
idle, this is a more cost-
effective processing method
for a customer. With
serverless computing, users
can write and deploy code
without  considering  the
underlying infrastructure.
Despite what the name
suggests, physical servers are
still  used in serverless
computing, however the
customers do not need to be
aware of how many they are or
how they are being used. The
cloud computing  model
Function as a Service (FaaS)
depends on serverless
computing for its execution.

Lusa dad A A G dusall Pl 05 A sl

Ria y JS e el Lo iy Al
ol QS ol aladil e Yy (L2 oy
OY 15k LRl e ol 8 e s
Jaead die Jaad la ) 50l G gulall 22l &
A A Lot paally Al e Ay
Aallae 44y Hha 0368 ¢5 50 JSIy Jsed
Bl G Cya e Adlad
@l O30 dsall aladiuly | Jrenll
Gladadll A peddiuadl  Sa
Al slel e s iy dase sl
> lae ot N e Al Al
ikl AN JE Y e 4
sl aaaae @l ) ) e Sleall zliag Y Slld
risel Aidhy A Lealikiul A4S
ol (FaaS) s dylasdl duw sall

Laddiil ada ) g A sall

Settlement rate

Usually, one-half of the per-
minute  accounting  rate
determined under the auspices
of the ITU to establish the
theoretical full cost of an
international PSTN
communication on a given
country-to-country route. The
settlement rate is the amount
paid by the originating service
provider to the terminating
service provider to reimburse
the theoretical half-circuit
cost. With private intercarrier

YL Jgall AasY) o 6y e sale
rs Caal aady AL, 4L
G AdSH pa gl d38NI o dpnladll
Al Lo Al cVLaBl 4y s
sl e Al dsldl caylaty)
il s Lpudll jay Ay ) Ao
Al Liie danall 55 e 4xday s
Sand LS gie daal) a55e )
bl el Cuar A0S Ji
Jadl S s Gn Ll s s
Lal ol g Jsenadl el Jl 3
Ly aad ey J A
Qi 3paa3 Laaiisall AN A )
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arrangements and  FCC
benchmark rates, the
accounting rate system is

today one of three major
systems used to determine
PSTN international
interconnection payments.

A e A sl YLD ) Ty )
el il YLy

Semi
structured
data

Semi structured data is data
that does not conform to
existing data models, but still
contains elements such as tags
or metadata that can help
organize and analyze it. Much
of the data on the internet can
be categorized as semi-
structured, including web
pages, XML, or e-mails.

a3 g Al grall i il i Jani Y
Sl st ey (JalS IS LK
Ol GleaMaS Al Cladl (any
leahily  mend Lbay Gl
Cllall abaee Chial (S Leldady
by Ll e myl e s sidll
o Yl Claion Lo Lay (Alga 40l
Craagill Al i A I Jile )

A 5l

B gl s Ll

Short Message
Service (SMS)

A service available on digital
networks, typically enabling
messages with up to 160
characters to be sent or
received via the message
center of a network operator to
a subscriber's mobile phone.

Ll alall e i daaa
O Jla ) Ju)) i ple JSiu
Jily e e Lellind 5 82 160
Celall Jal W, Ll ASud i

o el

3);\‘43.“ d.:\...n)l\ FURES

Short-haul
backbone

A metropolitan area core
network made up of point-to-
point  intracity  network
segments whose function is to
transit network traffic
between edge nodes.

Glelad (e (oS8 At ) Aihaie 4804
el Jala ddass S Adas e A0S
O AN AS ja Ja5 8 Leadda g i

A Jia g 2ie

AL (5l 3 palal
) i

Smart card

A plastic card that contains a
microprocessor and a memory
chip or just a memory chip.
The microprocessor card has
the ability to add, delete and
manipulate information on the
card.

3‘)5\.3 4313‘) 2 a ji bJS\J 43\3)}
Al 380 el dlky S
s3gmsall lagledl dalley Cida

e

A8 Al

Smart
technologies

A subsection of 'Clean Tech'
that are ICT enabled to better
understand, monitor, use,
manage and control energy
and material use and
consumption and greenhouse
gas emissions. Some of these
are smart design technologies
such as Building Information

MAaLl) 2" ) il ge oo g 5 (o
SVl 5 il glaall 43385 Lgae 23 )
BJ\J!J E\Ja.x.u\} Aa g (‘;@J u.\.ma.\l
Ml aladinly Al A8 e
Aadall Gl el clilen) g S
Gy lids o Ll 228 (jamy yaiadg
e slaal) oliy 73kt Jie 483 ppalasd
339 el Jazall iy GlS jallS
ASAN (ulaal) Akl g 4S5 ASas dalaily

KAl el
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Modelling (BIM); variable
rate motors with smart control
systems;  smart  metering
systems;  dematerialization
technologies such as e-
commerce, virtual market
places, virtual goods and
services; smart transportation
and logistics technologies
including electric vehicles
(EVs);  workflow  control
systems for reducing waste
and energy consumption in
manufacturing and  other
industrial applications; smart
grid and related technologies;
smart buildings and building
management systems (BMS)
and smart water management
technologies.

3kl Jie (galal) astlall &) ) ey
ol JBY) G putll (Slals A yiSIY)
Gl ¢pal Y1 cilardlly aludl
o Loy A8 A I laasll 5 Jaill
oSl Aalaif 5 Al oS LS all el
CLE e aall Jaadl jou 385
giadll G Al D)
Al 5 AY) Leliall ikl
PPN IS PO | Rl K v | [P W |
51 i 5 ) 5 1) Aakast 5 483

) KA oludll

Smartphone

A mobile communications
device that uses an identifiable
open OS. An open OS is
supported by third-party
applications written by a
notable developer community.
Third-party applications can
be installed and removed, and
they can be created for the
device's OS and application
programming interfaces
(APIS).

Jaad alad anding Jaite YLl Gl
Judall sy oy jeill By - gida
il il Al 25030 7 sial
Croshe de gana Jd (e 3261 G
Glaphill o8 o Sayg (g yma
Jundi lail lagll) oSay Ll )l

LSlipkl) daa y Clgal 55 el

S gl

Shiffer

A network management tool
that monitors data packets on
a network to help
administrators ensure
message integrity and service

quality.

A8 s o 55 A )Y 3T 0o 3l
o) e Bac bl A3 e bl o 3
52 g3 g Al Hll A4Sl laa e 403

Aaaal)

;\S.u.d\ :L\E\)A EJ\JJ

Social
computing

Supporting any sort of social
behavior in or through the use
of computers and computer
software. It is based on
creating or recreating social
conventions and  social
contexts  otherwise  only
possible  in  face-to-face

Salal e JE e K3 gl ae
Y aulall 3 jeald aladiuly elaiay)
LB e o IV sl el
slail sale) ol olE) e a5 Ay
il Lelaa¥) 5l sl
Jelill c¥la 8 V) Saall e Lty
Clisaall iy Al G
Lol dilully (s IV a5l

FPS R T

ICT Terms and Definitions | 101 | <Ylai¥l s e glaadl 4,585 iy 235 Clallaias
e Siean sl Cigiacd




interaction. Blogs, email, | a5 Aclaal) 4 cleas
instant  messaging, social | elaia¥l das jall @l LSV S5
network services, wikis, and | z<lodl Je dx8LA) ALY aal o

social ~ bookmarking are Aelaial)
common examples of social
software.

Socialmedia ~ The tools and platforms | leexsisg A laidly Sl o elaia¥) Jual sl Jilas
people use to publish, | Baladls sl El Galasy)
converse and share content | s <Yl e (s giaall Jaldy
online. The tools include | xSy clisaall el sl
blogs, wikis, podcasts, and | ssall A8 Lial a8 gall y CodSagill

sites to share photos and A all @l HLEY

bookmarks.
Social Social networking websites | delaia¥l QAN 18l m (SN)dselaia ¥l Al
Networking allow users to be part of a | o 1es 15358 O 4] Gaeddivall
(SN) virtual community. The two | gles Ssmd fiayy | il 8 aaina

most popular sites  are | <8 8 dued a8l gad)l ST e G
currently  Facebook and | @Sl Bl Gn ey
MySpace. Popular  Social | ¢y 0 &8 se Lol daiLil) daclaia)
Networking sites include | 255 adlsall o2as al,500S5 suss
RenRen, Weibo and Cyworld. | slisy  daws il o)
These websites provide users | (s sisy garaia (Cjad cala) Qo 5
with simple tools to create a | (Jlésll) (el Hpay pai e
custom profile with text and | Slastea  adgalll oadill Caldl)
pictures. A typical profile | e 3as) 53 sem s pasivall e sl
includes basic information | clides s cligae 43 58 85 J8Y)
about the user, at least one | a5 a5 axdiudl la i (5al
photo, and possibly a blog or | dus < iyl e 3 el auly
other comments published by | ile (dids ) el (peadinall (Say
the user. Also known as an | Oswhive & (es apedl oadd
online phenomenon where | de sana aladiuly (p AY) ae Jual 5l
users can create a profile for | L elaia¥) dual sl Jilu g il 5ol (4a
themselves, and then socialize | sally sdlly Clisadl elly 4
with others using a range of | sBaa¥l ailds cladall  auays
social media tools including il clatiall
blogs, video, images, tagging,
lists of friends, forums and
messaging.

Soft switch A type of network-switching | .Seil) doadll 6 o) 5l e g 55 s e Jaasi
technology. Soft switches are | Cilaiie e 3 ke daaa il E¥aLll
software-based products used | & aSaill derdivall mal il e 4418

to control communications VLY Gl

networks.
Software Asset A process for making software | Lyl ola i) i Mad e ol Jsual 30
Management  acquisition and  disposal | sl iy leia galdill g el yalls (SAM)
(SAM) decisions. It includes | wad gl iul gl J sl
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strategies that identify and
eliminate unused or
infrequently used software,
consolidating software
licenses or moving toward
new licensing models.

Y ) ol deadiaal s el ydl A3
o sl i sl IS8 Lealasind a1y
B ek f

Software
Development
Kit (SDK)

A set of development utilities
for writing software
applications, usually
associated ~ with  specific
environments  (e.g., the
Windows SDK).

clighd  yohill Gl gl e de gane
Gl hadi 5 L sale 5 4US) al all
(O3l el sk e ja) Ba3as

2l ol ks 3 a3

Spam

Usenet messages flooded to
many newsgroups
indiscriminately. The term is
also loosely applied to junk
mail.

33l ) Ja 5 peadiional) 4805 Jils
S sde dSh 4 lay) dle el (4
ol e IS4 Gl allaadl T3

A e, il

z= ol

Spectrum

The radio frequency spectrum
of hertzian waves used as a
transmission  medium  for
cellular radio, radio paging,
satellite communication, over-
the-air broadcasting and other
Services.

Glasall (gl gaa sl Cadal)
Call Jls ) T € Aoaiiosall &, 5 5]
VLAl 5 (550 )l ai il (o518l
Glaadlly Sl Cully A Y

) S AY

Spoofing

A process whereby a router
responds to keep alive
messages from a host rather
than passing them on the
remote client, thus saving call
charges. Used mainly in
Integrated Services Digital
Network (ISDN).

(Jis)) 435 led ash e o
Oe 35 Had eyl Al
Jueadl ) W usai (o Yo i
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el I A0l (8 ) S aadi
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Streaming

Technique that supports the
continuous, one-way
transmission of audio and/or
video data via the Internet and,
more recently, via a mobile
network.

@al el JuayY) aexi A
o sl 1/ 5 & seall il olady)
G As e T A 5a g i i)

Cadil)

Storage
hypervisor

A storage hypervisor is a
software program allowing
storage to be controlled
centrally in a storage pool
regardless of where the
storage hardware is located.
Storage hypervisors allow
storage administrators  to

s Al dgual ) ATT Bl e el
B e 0 33 (8 aSailly sy el
oo bl (ais (A0 de sana (e
g s 038 (Al B jeal sy (S
5oML G A (g ssal 0 A3 eal
aalall G 5o galall G 333l Jlasind 5
S e e By
GBI o gl 0 Jareli Sy 5 cApual yi8Y)
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administer  and  replace
physical ~ storage  without
having to make changes to the
virtual storage environment.
The storage hypervisor can
run on a dedicated device or in
a virtual machine.

Sea Lo cpoaall Al iyl Ay

oal il Yl gl panada

Structured
data

Structured data maps into
predefined formats, such as
fields and tables. Structure
data can come many different
sources, but since it uses fixed
fields, it is stored in a
predefined structure — hence
why it is called structured
data. This predetermined data
model makes it much easier to
search the data and perform
analysis on it.

8a0na dway bt i AlSyeall Sl
Ll Sy Jshaadl s Jiall Jie (e
¢ bas sae e U ol bl s3]
(S B33n Fapea Jan Ll Ly (S
same e gan g3 ol W
e dndll dlee Je) Lea Aalaiag

JVANERP)

U peall Ll

Structured
Query
Language
(SQL)

A relational data language that
provides a consistent, English
keyword-oriented set  of
facilities for query, data
definition, data manipulation
and data control. It is a
programmed interface to
relational database
management systems.

Jaulile de gana b ¢ A@Dle bl dal
Gl e sadiaddl 88 el g
adain¥) (al 2V 4 laiy) daliadl
Gl dallea s cllall  Cay yeiy
s ke a8 aSadll
i@ bl Al Asau dgaly
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Zal) 2y sl Sl 4a]
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Subnet

A portion of network that may
be physically independent of
another network portion, but
both portions of the network
share the same network
address, and the portion is
distinguished by a subnet
number.

{y\..,, \g..., U}S-‘Jé ;.:’S\QA;‘}_A
Leely 380l AT s e Gole
Py A Olsie L B OIS

el A 4 e Sl e
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Subscriber
Identity
Module (SIM)
Card

A small printed circuit board
inserted into a GSM-based
mobile; phone. It includes
subscriber details, security
information and a memory for
a personal directory of
numbers. This information
can be retained by subscribers
when changing handsets.
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Subscription

A billed product or service
made available to a customer
for usage. Unlike an account,
each individual product or
service constitutes a separate
subscription: a single account
may, for example, include
many mobile subscription and
many Internet access
subscriptions. Voice wireline
and mobile subscriptions are
measured by the number of
separate phone numbers with
service;  Internet  access
subscriptions are measured by
the number of unique IP
addresses which may be used
simultaneously by different
parties. See also prepaid and
postpaid

Zlie s Lede daulall Ciaidads ol it
Go oSall e At el
daxd o gise JS 4 < 53 Cluall
Canaly a8 Sladie &) RS A
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Switching and
aggregation

A tariffed interconnection
charge which a service
provider must pay another
service provider to load PSTN
traffic off the former’s and
onto the latter's network.
Switching and aggregation
may be paid to terminate
traffic onto a local access line
(local switch) or to transport
traffic across a toll network
(toll tandem).

Al Al G da) sy (A
35 5al Leaday O dadd 3550 o g
LY RSB AS ja Jpendl aTdana
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Jasdll) laall 3l La e 28 all
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Synchronization

Establishment of common
timing between sending and
receiving equipment.

Glaza G & yile e Gl g dlay)
iy s Jl Y

Syntax

Message format or grammar
(e.g., field lengths and
delineators, headers, footers
and optional fields

Juw o) Al st 5 2l
Glabadly Jgaall Jishl  (JEdl
Jsaally By Gladall sy
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TC/IP
(Transmission

A set of protocols covering
(approximately) the network
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Control
Protocol/
Internet
Protocol)

and transport layers of the
seven-layer Open Systems
Interconnection (OsI)
network model.

da gitd) Aday) n Juaty) ASud
i daa e 5S4l (OSI)

Telecom
analytic

Encompass sophisticated
business intelligence (BI)
technologies that are
packaged to satisfy the
complex requirements  of
telecom organizations. These
include increasing  sales,
reducing churn and fraud,
improving risk management
and decreasing operational
Costs.
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Telecommunic
ations

Any emission, transmission,
or reception of intelligence by
any wire, cable, radio, optical,
or other electromagnetic
systems.

e sleall Jliital ol Jlay) 5 Cu
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ALl oYLy
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Telecommunic
ations
revenues

Revenues generated providers
of telecommunications
products and services. The
revenues are net of discounts,
returns or allowances,
promotional offers, rebates
and federal and provincial
taxes collected for remittance
to the governments. Examples
include revenues from local,
long distance, data, private
line, mobile and internet
Services.
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Telecommunic
ations facility

Any physical apparatus,
device, line, network segment,
or other thing that is used or is
capable of being used for
telecommunication service or
for any operation directly
connected with
telecommunications.

Aus plhad ol ba o jlea S 8l Gl
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Telecommunic
ations service

Any service involving the use
of telecommunications in
whole or in part and which is
provided by any person,
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organization, unit, or
legal entity to any other
private person, organization,
unit, or legal entity.
Telecommunications services
include both regulated and
unregulated services, such as

et YL Cledd 5 Al il
i Y ) el

the provision of Internet
access.
Teleconferenci  An interactive | 533« b py ddeldl oYlail duda Ay e Gl jaisall die
ng telecommunications  session | Jaal sill S jLiall rand A8 ylay dada
managed by a service provider | Juai¥l AilSa)y Al Gpall S
in such a manner as to allow | . ST sf (a8 ge G Ll i/ 5 sanalls
participants' live audio, and
possibility linked video and/or
data, to be transmitted
between two or more
locations.
Tele-density A term commonly used to | 3 aayl dile aadin alaas YLy 4diS
describe the number of il o glad
telephone lines.
Telephony A dedicated voice endpoint as a | sl e2diueS daaie dfisa dle i ilel) ks das
system user or seat that is activated and | 2 ihis Olsie go axiius bli 5
license in use with a unique logical A pall ) S guall il e

address on an enterprise
telephony voice system.

Tele-presence

Enhanced Video, audio and
information conferencing
with the aim of minimizing
the perception limitations of
present electronic
communication such as video
conferencing compared with
face-to-face meetings.

Gigay s dpaliy Juail jaise
S i G 8)5me cileshaas
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Terminal

A device, combining
keyboard and display screen,
that communicates with a
computer.  Terminals are
divided into different classes
depending on whether they are
able to process data on their
own

ol LSy liall Aa gl 4 Jlen
daliae il ) 4kl clasdll
(o Gl Asllae o Lt )8

26k daas
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Terminal
equipment

mobile
including
private
(PBX)

Any fixed or
apparatus,

telephone  handsets,
branch  exchange
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switching equipment, key and
hybrid telephone systems, and
add-on devices, that are
discharged to the customer or
subscriber and are either
physically located on that
customer's property or are

s35n 50 L) (sSi5 idall 5l aeal
Lo gae Jaad gl Jraall cilSlias e Glad
Cojbadly  bads dwall e
alal) ) clal gy o )
e Jiai ¢ Daall Ol jliaa g Cilazay
s3¢n Adasi yall Clal Y1 o Cay bl
Soas )l S oclleyl J8 agll

generally carried on the (SOAY) )y
customer's  person.  Gross
expenses or gross revenues for
customer  equipment &
accessories represents the
total expense or revenue
associated with these items
before subsidies or other
offsetting charges or revenues.
Terminating A call received by a (OS idall s Lalali ddllSa Aallsall ¢ lgl)
call subscriber.
Terminating One billed minute of | e st dalas 3aa (e 32a) 5 48480 sl ddds
minute conversation time on a call & yidia Lgalin dallSa
received by a subscriber.
Terrestrial A network segment which is | oY) (e JalSI 2 s ge 3%05 ¢ Uad =)
entirely on land and uses | ¥s deliall JLdY aadi Y
neither satellites nor | 4Sadll  clasiy 4y el @3S
submarine cables. Terrestrial | Jadi 43 yhall 3¢y dadiiuall 4z Y
network technologies used in | dwlaill @3l dadall Gils gall
this way include microwave, | & ssall SO 5 A gl da 50 34l
twisted copper pair, coaxial | Ao e 54 peaill LIV
cable, and optical fiber,
among others.
Thin Client A thin client is a very basic | td Csuls Slea sa G0 Jaeall Gl daanll

computer that relies on a
remote server for all data
processing. Thin clients are
cheaper and simpler to deploy
than a regular computer. A
thin client sends keyboard and
mouse input to the server and
receive screen output in
return. The thin client itself
does not process data; it only
provides a user interface. As
they are centrally
administered and rely on the
main server for all operations,

OSa (2 50 aald o ading 4l
(bl aea dallad AT ) s
Jewsl 5 s )l 428 5)) Alyaall 5 32 Y)
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thin clients are inherently also
Very secure.

Third  Party
Intemet Access

(TPIA)

Service provided to Internet
Access Providers for the
purpose of providing Internet
Access over Cable Data
networks, as mandated in
Telecom Decision 99-8 and
implemented in accordance to
Telecom Order 2000-789. See
Cable Modem.

A RO EN PR R PRORE PREN
e e -
O iy Glad e iy
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Throughput

A computer term for the
volume of work or
information flowing through a
system. Particularly
meaningful in information
storage and retrieval systems,
in  which throughput s
measured in units such as
accesses per hour.

oala AV ulally sl
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Time Division
Multiple
ACCess
(TDMA -non-
GSM)

A digital air interface
technology which assigns
unique time-slots to each
user's communication,
allowing real-time separation
by the sender and
reconstruction by the recipient
of each communication within
a session, and facilitating
mobile  telecom  services
which include interoperability
with the wireline PSTN
(public switched telephone
network). Although GSM and,
to a certain extent, ESMR are
TDMA-based mobile
communications protocol,
mobile PSTN-connected
voice communications may
also use non-GSM TDMA
implementations, especially
the 1S-136 specification. Most
non-GSM TDMA
implementations are so-called
"second generation" (2G)
wireless protocols, including
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the 1900 MHz
implementation  used to
delivered PCS services.

Time out

The set time period before a
terminal  system performs
some action.

Al A U8 saad) A sl )
el jal) (e Ldv, i ,hal) idaadll

Tokenization

Tokenization is the process of
securing data by replacing it
with a meaningless value
known as a token. Only
authorized users can link the
token back to the original data,
protecting it from
unauthorized access.
Tokenized is used particularly
extensively in the financial
industry. For example, in
credit card payment
processing tokenisation
ensures that a third-party
processor cannot see the
original customer’s credit card
number at any time.

O i) cpdi ke a ) el
ol el e Y Ay Ll 3ok
Opexdiuall (Says <paddl 3allu
Spaall el by L gl 7 ead)
Jymasll (o diden 5 Tlay) Sl
Jseoll aladiul G 4 7 el e
B oald JSE w5 Blai e 5 Sl
b ) i hed Ll delial)
Gamy OWBY) dlay adal) dalles
Y Gl ol e ) paall e 5l
daandl gl Ay o8, 43, 4Sa
by sl b L)

Training data

Training data is an initial set
of data provided to a program
to help it learn how to process
information and produce the
correct results. The training
data is followed by two further
sets: the validation set, and the
testing set. Machine learning
systems use algorithms and
neural networks to process
this data which could come in
any form. For example,
convolutional neural networks
depend on large numbers of
images — the more it “trains”
on, the better the algorithm
becomes at recognizing,
shapes, people and objects.
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Touch
sensitive

Refers to the technology that
enables a system to identify a
point of contact on the screen
by coordinates and transmit
that information to a program.

% eU:'.ﬂ\ RS ‘._:’_"\3\ 4.\.:3.\51'""\ ‘_A\ Prve el 3....\“1.;.»;
Cila sleall 22 Jlu ) s cildilas] IS
b S

ICT Terms and Definitions | 110 | <Ylai¥l s e glaadl 4,685 iy 235 Clallaias

sle i ca ) Cagia




Touchtone

A generic term for Dual Tone
Multifrequency (DTM F)
signaling by means of
pressing buttons on a
touchtone  telephone. A
system for signaling dialed
numbers in the PSTN in such
a way as to minimize
attenuation and interference
and to prevent the human
voice from inadvertently
imitating  signaling  digits;
each DTMF signal consists of
two simultaneous tones, one
from a set of four possible
low-frequency (697-941 Hz)
tones and one from a set of
four possible high-frequency
(1209-1633  Hz)  tones.
Touchtone service is bundled
into voice wireline and mobile
charges by most providers;
some voice wireline providers
break out touchtone as a
separate line item, however,
including providers which
make touchtone an optional
service. Regardless of
individual  provider price
structure, however, touchtone
revenues are included when
calculating local rate
revenues.
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Traffic cap

A notional limit on the amount
of traffic which a subscriber
may pass through a
connection service, especially
an Internet access. The traffic
cap is the point at which paid-
for connectivity services are
exceeded and additional
traffic becomes subject to
overage charges.
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Transparency

If a signal passes through a
network or facility unchanged,
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that network or facility is said
to be transparent to it.

Transported
minute

In  international ~ PSTN
communications, one minute
of transported international
traffic is a minute of traffic
carried by the reporting
service  provider  across
international  borders. The
transported minute's country
of termination is the country in
which the transported minute
was taken off the originating
provider's network, either
through interconnection with
another service provider, or
through  termination  on
customer equipment.
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Trojan Horse

When introduced to the
system, the Trojan horse has
an unauthorized function in
addition to its authorized
function. A relay that also
copies messages to an
unauthorized channel is a
Trojan Horse.
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Twisted-pair
copper wire

Is especially common in
PSTN network access lines
and is composed of two
independently insulated wires
twisted around one another.

oala S alaiul) ol S o
LY AE ) ) hshs b
G Ol el dalall el
e J<4 olgiaadl DY)

el apany Joa Gl sanag

Ao 59 ) Al DY)
;\JJM\

Two-way

Full duplex; a
communications service
capable of transmitting in both
directions simultaneously
within the same physical or
logical network segment.
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Unauthorize
d Access

Unauthorized Access refers to
the act of entering a computer
system or network without the
necessary permissions,
violating existing security
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policies and accessing critical
information.

Universal
access

Refers to reasonable
telecommunication access for
all. Includes universal service
for those that can afford
individual telephone service
and widespread provision of
public telephones within a
reasonable distance of others.
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Upstream

In Internet access, traffic
originating-at the customer
end and travelling towards the
service provider, possibly for
transit to other points on the
Internet.
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Unbundled
loop

Access to the full and
exclusive use of an already-
existing network access line
which is monopoly controlled,
which is required as an input
to provide services, and which
cannot be duplicated
economically or technically.
An unbundled loop is a pair of
wires that winds its way from
the central office to the
customer's  premises. This
access is usually provided in
return for fixed and/or
recurring compensation.
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Uniform
Recourse
Locator (URL)

Is the character string that
identifies an Internet
document's exact name and
location.
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Unstructured
data

Unstructured data is any type
of data that does not conform
to any data model or
previously defined data type.
Unstructured data can be in
any shape, size, or format. For
example, it can be an image,
audio, video, an e-mail, or a
social media posting. As a
result, it is more difficult to
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search and analyze than
structured data.

Video
Annotation
Tools

Video Annotation Tools allow
the video conference host to
draw attention to important
facts or topics that need to be
reinforced, by drawing on the
screen.  Annotation  Tools
provide various options such
as colors, lines, and tools, to
point things out.
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Video
Conferencing

Video Conferencing refers to
an online meeting where two
or more people based in
different locations interact
with each other using various
communication technologies.
Video conferencing helps
boost productivity, saves time
and money that would
otherwise have been spent
commuting from one place to
another, and encourages
greater  collaboration and
teamwork. The basic
requirements for an effective
video conference are a high-
definition camera, a
processor, and a reliable
internet connection.
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Video
distribution

Equipment used in the
provisioning of broadcast
distribution services.
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Video-over-IP

A one-way telecom-
munications  service that
allows video images and audio
to be transmitted to one or
more locations using the
Internet protocol, or a two-
way telecommunications
service that allows live video
images and speech of
participants in a session, such
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as a conference, to be
transmitted between two or
more locations using the
Internet protocol.

Virtual LAN
(VLAN)

Is a set of systems that,
regardless of higher-layer
addressing or location, is
designated as a logical LAN
and treated as a set of
contiguous systems on a
single LAN segment.
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Virtual
Machine (VM)

A virtual machine (VM) is an
operating system and one or
more apps running in an
isolated partition within the
computer. This  virtual
machine or image behaves
like an actual computer. A
VM runs in a window like a
normal program, giving the
end user the same experience
on a VM as they would have
on the host operating system
itself. The VM is walled from
the rest of the computer, so it
cannot damage or access data.
The more CPU cores a
computer contains, the more
virtual machines it can
support. When cloud
computing servers are used,
the customer is actually
renting virtual machines.
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Virtual
network
operator

(VNO)

Is an entity that does not own
a telecom network
infrastructure but provides
telecom services by
purchasing capacity from
telecom carriers.
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Virtual reality
(VR)

Provides a computer-
generated 3D environment
that surrounds a user and
responds to that individual's
actions in a natural way,
usually through immersive
head-mounted displays and

Aol gy sara ) AL Ay jie (VR)el i) a8l
Conliudy padiue hai il
A 8 jale il A e 3 3y s
LS ol I S gl iy el ) e
L g Al ol aladiul oSay

ICT Terms and Definitions | 115 | <@Ylai¥l s <ila glaall 4,685 iy 235 Clallaias

sle i ca ) Cagia




head tracking. Gloves
providing hand tracking and
haptic ~ (touch  sensitive)
feedback may be used as well
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Voice
application

Any application or service
which relies upon voice
communications,  including
PSTN voice, also known as
POTS ("plain old telephone
service"); features, such as
voice mail; services, such as
teleconferencing; and
audiotext.
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\oice
backbone

The set of all network
connections established
between the toll and tandem
and toll-tandem switches that
move aggregated voice and
fax traffic between PSTN
terminals, regardless of the
protocols or equipment or
facilities used to do so. Voice
backbones are measured as
series of switch-to-switch
links, where each link is
assigned a discrete capacity
based on the real or average
estimated capacity (in Mbps)
dedicated to moving voice
traffic across that link.
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\oice over IP

(VolP)

A service or capability
utilizing both hardware and
software that
enables users to employ IP
networks, such as the Internet,
as the transmission medium
for voice communication.
(See also IP telephony).
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Voice wireline

Fixed user access to the PSTN
over a PSTN-interconnected
network access line which
allows direct-dial
communications to be
established, regardless of
whether the facility is used for
voice, fax, dial-up Internet, or
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other services carried from
customer premise to a switch
in the 0-4000 KHz range.
Voice wireline service may be
provisioned over traditional
telco copper, coaxial cable,
fixed wireless, and other
circuits. See also local calling
area.
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VolIP soft
switches and
gateways

Switching, signaling, routing
and processing equipment
used in the provisioning of

voice telecommunications
services  using Internet

Protocols.
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Vulnerability

Any weakness that could be
exploited to violate a system

or the information it contains.
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Wavelength

The distance between a point
on one lightwave and the point
of corresponding phase on the
following lightwave,
measured in nanometers. In
conjunction with a technique
called wavelength division
multiplexing, lightwaves can
be divided into wavelength
portions and deployed as a
series of communications
channels similar to virtual
clear-  channel  circuits.
Although the bandwidth
supplied by these channels is a
function of the equipment
deployed at their ends, most
commercial wavelength
products are offered in
standard bandwidth
increments, especially 2.5
Gbps and 10 Gbhps.
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Wavelength
Division

Is a method of transmitting
multiple signals at various
wavelengths of light
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Multiplexing ~ simultaneously over a single | 2 i i pay GUll ld e (pal Jie
(WDM) fibre optic strand; this is | &l GV 3 8 Gauatl ooy
utilized to improve the
capacity of the fibre.
Web-based Web -based training or WBT
Training refers to the process of
(WBT) teaching and learning that
happens exclusively over the
Internet. Every aspect of the
process is online-learning
delivery, monitoring, access
etc.
Webcrawler A piece of software (also | (©sSic Wil caw) zalip (0 ¢ 3a Al sl )
called a spider) designed to | LSy dpmiall Cals ;¥ 4l acias
follow hyperlinks to their | s Al < my) cpglie ) Whale)
completion and to return to A8 e k)
previously visited Internet
addresses.
Webhosting A service in which a vendor | @850 ailainy oLl Wode dead 4 I adl gl diliail
offers the housing of business- | ¢ sl S AN s Y 3 sl
to-business (B2B)  or | sl e oSl Sl
business-to-consumer (B2C) | e 5 adlll 4< slas 48 jidia ol daiada
e-commerce  websites via | G @8 el (& Glegell Glipdas
vendor-owned  shared  or Al o e Lol
dedicated servers and
applications for enterprises at
the provider-controlled
facilities.
Web server The central location that hosts | Cilada Cauaing A 5 S yall a8 sall sl aala
Web pages or a website and | "dweal" (Rars cuy gdise 5 sl
enables a remote "client" | e (el o adaill) aay e Juaidll
(system or program) to access A siaall ol sall ) Sl
the material held.
Website Is a collection of files accessed | ai Al lélall (10 de gana e 3 ke s A8l ad e
through a web address, | hiis cus ol sie JNA e Ll il
covering a particular theme or | Jlsis (wee g sase sl (e saa
subject, and managed by a e (add sl el a5
particular person or
organization.
Wholesale Provision of a | 2ol cYlall i sl dexd és aleally 2l
telecommunications ~ service | 253« O 13 e il (o jeay daad
or facility to a service | o AT OlS danlaasilely a sy danall
provider,  regardless  Of | s &eaill o3 axiivy of (38 pall 5f dardll

whether that service provider
rebills the service or facility to
another entity or uses that
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service or facility internally to
support the services it bills.

Wideband

On a point-to-point telecom
link, two-way capabilities
with speed in at least one
direction of greater than 64
Kbps up to and including
1544 Mbps. See also
bandwidth, broadband,
narrowband.
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Wireless

Generic term for mobile
communication services
which do not use fixed-line
networks for direct access to
the subscriber.
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Wireless
Application
Protocol.

A transaction-oriented
specification for sending and
receiving information,
content, and service-specific
data over wireless networks.
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Wireless data
communication

Is a technology that uses the
radio spectrum to transmit
signals through the
atmosphere. It may carry
analog or digital signals and
can be used on LANs or
WANS in one- or two-way
networks. Specific wireless
data communication
applications and technologies
transmit  signals  through
distinct segments of the radio
spectrum  (between  the
frequencies of 30 Hz and 300
GHz).
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Wireless
enthusiasts

A person interested in wireless
technology  for  personal
reasons without commercial
or financial interest, and who
is licensed to operate a fixed
or mobile amateur station.
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Wireless

fidelity (Wi-Fi)

A mark of interoperability
among devices adhering to the
802.11b  specification for
Wireless LANs from the
Institute of Electrical and
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Electronics Engineers (IEEE).
However, the term Wi-Fi is
sometimes mistakenly used as
a generic term for wireless
LAN.
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Wireless Local
Area Network

(WLAN)

Also known as Wireless LAN
or Radio LAN. A wireless
network whereby a user can
connect to a local area
network (LAN) through a
wireless (radio) connection, as
an alternative to a wired local
area network. The most
popular standard for wireless
LANs is the IEEE 802.11
Series.
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Wireless
Sensor
Network

(WSN)

network
spatially

Is a wireless
consisting of
distributed autonomous
devices using sensors to
monitor physical or
environmental conditions. A
WSN system incorporates a
gateway  that provides
wireless connectivity back to
the wired world and
distributed nodes.
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World  Wide
Web (WWW)

1) Technically refers to the
hypertext servers (HTTP
servers) which are the servers
that allow text, graphics, and
sound files to be mixed
together. 2) Loosely refers to
all types of resources that can
be accessed.
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References

The words provided in this document where
collected from the following sources:

1) Gartner, inc.

Gartner, Inc. is an American research and
advisory  firm  providing  information
technology related insight for IT and other
business leaders located across the world
founded in 1979. Research provided by
Gartner targets CIOs, senior IT, marketing and
supply chain leaders. Gartner clients include
large corporations, government agencies,
technology companies and the investment
community.

https://www.gartner.com

2) International Telecommunication Union
ITU
Formed in 1865 The ITU coordinates the

shared global use of the radio spectrum,
promotes international cooperation in
assigning satellite orbits, works to improve
telecommunication infrastructure in the
developing world, and assists in the
development and  ;coordination  of
worldwide technical standards.
http://www.itu.int

3) Canadian Radio-television and
Telecommunications Commission CRTC

A public organization in Canada with mandate
as a regulatory agency for broadcasting and
telecommunications. It was created in 1976
when it took over responsibility for regulating
telecommunication carriers.
https://www.crtc.gc.ca

4) Asian and Pacific Training
Center for Information and
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Communication Technology for
Development APCICT

Inaugurated in 2006 as a regional institute of
the United Nations Economic and Social
Commission for Asia and the Pacific
(ESCAP), ESCAP is the regional development
arm of the United Nations for the Asia-Pacific
region, and is a part of the UN Secretariat.
ESCAP consists of a number of divisions and
departments, as well as four sub-regional
offices and five regional institutes, of which
APCICT is one.

http://www.unapcict.org
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